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Presenters:

Thib Guicherd-Callin, Stanford University, CLOCKSS/LOCKSS

Amy Pienta, ICPSR, DataPass

David Kirsch, University of Maryland, Birth of the Dot-Com Era

Abbey Potter, LC (facilitator)

Attendees: 12 (not including presenters)

Overview: Dark archives at institutions and providing public access to private content
· Thib Guicherd-Callin – overview of CLOCKSS tool. 
· Described first trigger event, the Graft journal, a SAGE publication.

· When the journal ceased publication, the CLOCKSS board approved the content extraction from the archive. 

· Authors’ rights are determined during the agreement with the publisher, not by CLOCKSS. 
· Early statistics of republished content: not overly used by government and academic community. 

· Amy Pienta – overview of confidential, public use of quantitative data files and surveys, ICPSR, DataPass.

· Modes of data collection have changed and increased confidential issues. ICPSR, DataPass now facing pressure to balance access to data with protection of confidentiality. 
· Identified two types of risks with making private data available for public use: when an intruder has knowledge that a given person is included in a survey; and, when the intruder does not know the identity of the person.
· Ways to reduce risk to data (i.e. participants in surveys): release a sample of large collection; collapse data categories; suppress data that illuminates unique cases; perturb values of the data (i.e. introduce random noise); restricted-use agreements; secure data enclave (come to ICPSR, view data, monitored, data reviewed). Amy notes that no one has used enclave since its inception in 2003.
· David Kirsch – overview of challenges with Brobeck Digital records.

· Talked about “scream or die clause” for Brobeck Digital records. UMD sent out 12,000 permission letters to companies to opt-in or opt-out of Brobeck dark archive. 
· Only 12 opt-in’s received. He noted they still need to worry about archival appraisal. This is about preserving the right of the client to assert privilege against provenance. 
Discussions: highlights of discussion among presenters and attendees.
· Comment: Section 108 is looking at private issues in public information assets.

· Must ensure that public good is not destroyed in keeping records private.

· How do we preserve private records that might be valuable in 50 years?

Consequences for a community as a whole: given there is a level of trust when content is handed into a dark archive, if we don’t get this right it will put off people long-term.

Action Items: None
