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|. Executive Summary

A. What Is at Stake

igital information technol-
Dogies are the foundation

of our nation’s knowledge
capital. They are key to economic
prosperity and crucial for main-
taining the United States” global
competitiveness. They deepen
citizens” engagement with de-
mocracy and enrich their daily
lives by enabling new forms
of communication and creativ-
ity. Now, more easily than ever,
citizens can have access to the
information they need to gov-
ern themselves and engage in
lifelong learning. But the great
promise of new information
technologies also brings un-
precedented challenges because
digital information is inherently
fragile. How does our nation
ensure that the knowledge and
wisdom endowed to us by gen-
erations of Americans, continu-
ously collected and preserved
since the founding of the Library
of Congress (the Library) in 1800,
will continue to grow?

What is at stake is the loss of data
representing billions of dollars of
investment in new information
technology, new scientific dis-
coveries, and new information
upon which our economic pros-
perity and national security de-
pend. Also at stake is the trans-
mission of ideas, knowledge,
and the American people’s lega-
cy of creativity to future genera-
tions. Preserving digital content
is as important today as preserv-
ing the records of the Founding
Generation was in 1800.

In 2000, grasping the serious-
ness of this situation, Congress
charged the Library to create
the National Digital Information
Infrastructure and Preservation
Program (NDIIPP) to develop a
strategy to meet the challenge of
digital preservation. A network
of institutions committed to pre-
serving the nation’s digital heri-
tage is now poised to carry forth
this strategy. This report summa-
rizes the Program’s accomplish-
ments to date and outlines its
next steps.

B. NDIIPP Legislation

In 2000, Congress authorized
$100 million to be directed to the
Library of Congress for “a major
undertaking to develop stan-
dards and a nationwide collect-
ing strategy to build a national
repository of digital materials”
(P.L. 106-554). The digital era
presents clear challenges for such
an undertaking: the escalating
scale of data creation, the global-
ization of information exchange,
and the immaturity of standards
and best practices, among many.

In response to this congressional
charge, the Library undertook
a process of consultation with a
variety of stakeholders from the
public and private sectors that
resulted in a long-term plan to
ensure that content of value to
the nation will be available for
present and future users. On the
basis of these consultations, in
2003, the Library proposed and

A popular Government,
without popular
information, or the means
of acquiring it, is but a
Prologue to a Farce or a
Tragedy; or, perhaps both.
Knowledge will forever
govern ignorance: And a
people who mean to be their
own Governors, must arm
themselves with the power
which knowledge gives.

James Madison, 1822



EXECUTIVE SUMMARY

Saving digital records
is vital to continuity of
state governments

Challenge: State government
legislative digital information,
including bills, acts, mandated
reports and house and sen-
ate journals, are increasingly
at-risk due to technological
obsolescence.

Solution: The Minnesota
Historical Society, in partner-
ship with the nine other state
governments, is developing
model practices for preserv-
ing legislative information
resources. The project has
implemented a trustworthy
information management sys-
tem and is testing the capacity
of different states to adopt the
system for preserving state
records for current and future
law and policy makers.

Congress approved a plan call-
ing for a distributed, networked
stewardship capacity to be de-
veloped and maintained under
the leadership of the Library of
Congress. A multiphased imple-
mentation of the plan has effec-
tively leveraged the strengths of
existing organizations and led to
more communities joining this
national effort for sustainable so-
lutions to digital preservation.

The Program’s plan grew from

the recognition that to create a

successful and sustainable digi-

tal preservation infrastructure,

NDIIPP should focus on four

major goals:

1. Stewardship network:
Develop a growing national
preservation network.

2. National digital collection:
Develop a content collection
plan that will seed a national
collection and preserve im-
portant at-risk content.

3. Technical infrastructure:
Build a shared technical
platform for networked
preservation.

4. Public policy: Develop rec-
ommendations to address
copyright issues and to create
a legal and regulatory envi-
ronment that both encourages
incentives and eliminates dis-
incentives to preservation.

To date, the Library has recruit-
ed more than 185 digital pres-
ervation partners in more than
44 states and 25 nations to ex-
ecute a multiphased plan to
collect and preserve a broad

spectrum of high-value digital
content, with special attention
to the needs of the public policy,
education and research, and cul-
tural heritage communities.

C. Key Outcomes and
Findings

NDIIPP organized its initiatives
and investments around these
four strategic goals identified
in the plan. The key outcomes
and findings associated with
each goal are summarized be-
low. More detail and full reports
from each initiative are available
on the Program’s website (www.
digitalpreservation.gov).

1. Stewardship Network

Building distributed, networked
capacity for digital preserva-
tion and long-term steward-
ship is a complex undertaking.
It demands that action be taken
before all the critical factors in-
volved are fully understood.
Supporting the growth of that
networked capacity is equally
complex and requires sustained,
dedicated coordination. Through
building a network, NDIIPP en-
gages a diverse set of preserva-
tion partners. The Library serves
as the central node in this net-
work of networks, articulating
and coordinating roles and re-
sponsibilities. Through regular
meetings, strategy sessions, and
outreach projects, partners share
outcomes and lessons learned
from their local preservation
programs.



Key Findings

* Preservation is a societal good
undertaken by committed or-
ganizations. These organiza-
tions are motivated by their
own interests and incentives,
and as a group they also act on
behalf of the public interest.

¢ Each participating institution
brings to the network its own
resources, interests, and orga-
nizational culture. Under the
auspices of a neutral conve-
ner and honest broker, natu-
ral networks emerge over
time through participation
in shared activities, problem
solving, and meetings.

e Asnatural networks form, the
larger network becomes more
complex, but also stronger
and better able to withstand
stresses and strains.

¢ The Library has proven to be
a reliable and trustworthy
broker.

2. National Digital Collection

Geospatial data, web-based con-
tent, digital text and images,
broadcast television, and au-
diovisual content are examples
of materials having significant
value to current and future us-
ers. Collecting and preserving
such materials is highly complex.
Because of its volume and dy-
namic nature, digital content re-
quires coordinated action by di-
verse stakeholders with targeted
approaches and skills. NDIIPP
partners and the Library of
Congress have coordinated, se-
lected, collected, and preserved
content in areas that provide

the greatest value to the public
policy, education and research,
and cultural heritage communi-
ties. The work to date informs
an approach to the future es-
tablishment of a national digital
collection.

Key Findings

¢ Digital content is ephemeral.
To ensure that it will be avail-
able in the future, it must be
collected and preserved now.

* The scale of content produc-
tion will continue to outpace
the ability of any single insti-
tution to collect and preserve
a national digital collection,
requiring an alliance of sev-
eral organizations committed
to stewardship.

* The value of content grows
when it can be shared across
content domains, and a dis-
tributed approach to collect-
ing has proven an effective
strategy to achieve breadth
and depth of content.

3. Technical Infrastructure

In the first year of planning for
NDIIPP, a group of technology
experts proposed a three-layer
architecture model for digital
preservation. The bottom layer
stores and maintains the data.
The middle layer provides ser-
vices for content description and
management, and is the layer
associated with libraries and ar-
chives. The top layer, the access
layer, provides services to view
and use the content. NDIIPP
partners have tested and vali-
dated a distributed approach
to preservation, with clearly

EXECUTIVE SUMMARY

Public safety and envi-
ronmental policy plan-
ning rely on digital map-
ping information

Challenge: Geospatial map-
ping information is critical
for states to provide effective
services to their citizens, but
preserving older data to enable
“change over time” analysis is
difficult.

Solution: The Geospa-

tial Multistate Archive and
Preservation Partnership is
expanding the capacity of state
governments to provide long-
term access to geospatial data.
By pairing state government
archives staff with geospatial
experts, GeoMapp is address-
ing statewide issues in formu-
lating best practice guidelines
for geospatial data stewards in
all 50 states.



EXECUTIVE SUMMARY

Archiving digital pri-
mary source materials
sharpens critical and
creative thinking for
K-12 students

Challenge: Young people
often cannot discern valuable
and reliable digital informa-
tion available on the web.

Solution: Over a dozen
primary and secondary classes
participated in a year-long
class activity to learn how
web sites have lasting value

as historical documents. They
identified and described
dozens of collections ranging
across topics such as local
history and news, business
and commerce, international
events, and sports and enter-
tainment. Their teachers noted
the high value of the project for
the development of the stu-
dents’ critical analysis skills
within an authentic learning
experience.

articulated roles among partners.

Tools, services, and domain-spe-

cific standards have been devel-

oped, shared, and implemented
throughout the preservation
network.

Key Findings

e The diversity, complexity,
and volume of digital objects
and formats require that
stewardship of digital con-
tent be shared across many
organizations.

¢ Technical work across NDIIPP
partnerships has affirmed the
value of open development of
tools.

* Maintaining redundant cop-
ies, distributed geographical-
ly, organizationally, and across
diverse systems, is a better
means of ensuring long-term
security than keeping only
one copy or holding copies in
a single environment.

* Developing several approach-
es to the same problem is pref-
erable to relying on a single
approach, which risks data
corruption or irretrievable loss
should that approach fail.

4. Public Policy

Building an infrastructure for the
stewardship network requires
fostering a public policy environ-
ment that is conducive to pres-
ervation. Putting in place legal
and incentive structures is as im-
portant to preservation success
as collecting the content itself.
Experts in copyright law and in
the creation and preservation of
digital content made recommen-
dations to update U.S. copyright

law to enable and encourage
digital preservation. NDIIPP
also co-sponsored a comparative
analysis of international copy-
right laws that affect preserva-
tion activities globally.

Key Findings

¢ Both the copyright and regu-
latory environments need
to be updated for the digital
era; currently they discourage
preservation best practices or
even make them illegal.

¢ Privately owned digital con-
tent often has high histori-
cal and cultural value for the
public and such value should
be protected. When owners
have no further use for their
content, they should be given
incentives to entrust it to a
stewardship organization.

* There are few, if any, econom-
ic incentives for preservation.
Because preservation and
stewardship of a national col-
lection serve the public inter-
est, creating economic incen-
tives is a priority.

D. Moving Forward

The Library’s strategy for ex-
panding and sustaining a nation-
al digital collection of high-value
content for the public policy,
education and research, and cul-
tural heritage sectors is to build
a distributed stewardship network
for a national collection. Through
collaboration, the network will
achieve economies of scale,
lower costs to network partici-
pants, and bring under steward-
ship a large and diverse body of



the Library and its partners are
moving into the next phase: es-
tablishing the infrastructure nec-
essary to provide sustainable,
long-term access to a national
digital collection.

1. Chartering the National
Digital Stewardship
Alliance

To foster and sustain the stew-
ardship network, the Library is
formalizing the National Digital
Stewardship Alliance. Each
Alliance member commits to
collection, provision, or cura-
tion of content for the Alliance;
or to provision of services for
the Alliance, including storage,
infrastructure, tools, software or
hardware, or cataloging.

The functions of the National
Digital Stewardship Alliance are
sixfold:

1. Build and sustain a national
digital collection—a rich and
diverse record of the national
experience and information
vital to the nation.

2. Support collaboration among
Alliance member organiza-
tions and affiliates.

3. Identify, develop, and main-
tain services, standards, best
practices, and sustainable
business models of direct ben-
efit to the Alliance.

4. Facilitate the development of
a networked technical infra-
structure, tools, and storage
capacity for the Alliance.

5. Ensure the advancement
of digital preservation sci-
ence and technologies by

encouraging research and
development.

6. Foster an environment that
supports long-term access to
digital content through edu-
cation, advocacy, and encour-
agement of sound public in-
formation policies.

2. Developing a Framework
for a National Digital
Collection

NDIIPP works with more than
185 partners from 44 states and
25 countries to identify, col-
lect, and preserve at-risk digital
content. The knowledge gained
through the early Program activ-
ities has informed NDIIPP’s ap-
proach to developing a national
digital collection that serves not
only Congress and government
agencies but also the American
people and an international au-
dience. Working collaboratively,
Alliance partners will continue
to build and sustain a national
digital collection that covers a
broad scope of education and
research, cultural heritage, and
public policy subject areas. From
2010 to 2013, collection-building
activities will focus on:

¢ Government, politics, and

law.
* Maps and geography.
* News, media, and journalism.

3. Strengthening and Enabling
Public-Private Partnerships

The Library will explore the costs
and benefits of creating an inde-
pendent entity that could pro-
vide a flexible means by which
to fund innovation and develop

EXECUTIVE SUMMARY

Preserving research data
maximizes the federal
investment

Challenge: Despite the recog-
nition by the National Science
Foundation and the National
Institutes of Health that data
sharing maximizes the im-
pact of research dollars, a
2008 inventory of over 1,600
federally-funded social science
research projects revealed that
at least 25% of the data had
been lost and was not avail-
able to researchers.

Solution: The Data Preser-
vation Alliance for the Social
Sciences (Data-PASS) has
rescued and is preserving over
800 data collections that were
identified as being at risk. The
continuing collaboration of
ICPSR, Odum Institute, Mur-
ray Archive and Roper Center
developed an infrastructure
for the distributed preserva-
tion and access of social sci-
ence data sets.



EXECUTIVE SUMMARY

Innovation in a global
knowledge economy is
driven by digital infor-
mation

Challenge: New ventures
are an essential pillar of the
nation’s innovation ecosys-
tem, yet born-digital business
records of new ventures, es-
pecially failed ones, are rarely
preserved.

Solution: The Business

Plan Archive—established at
the Robert H. Smith School
of Business at the Univer-
sity of Maryland at College
Park—hosts business plans
and related digital business
records from more than 3,000
new ventures created dur-
ing the Dot Com boom of

the late 1990s. Cost savings
are realized by designing the
repository to hold the records
of a population of firms, rather
than building firm-by-firm
collections.

to fund innovation and develop
shared tools and services for the
Alliance, especially its federal
members, by enabling robust
public-private partnerships. Any
tools and services developed
would be designed to meet the
infrastructure needs of preser-
vation and would be deployed
throughout the Alliance, allow-
ing partners with complicated
service-contracting requirements
or limited resources access to
cutting-edge technology and re-
search. The core functions of the
entity would include:

* sponsoring technical research
and development;

* serving as a broker for core
infrastructure services such as
storage; and

* raising funds from private
sources and brokering public-
private partnerships.

4. Fostering a Public Policy
Environment Conducive to
Digital Preservation

The Library undertook a broad-
gauged review of the public
policy environment for digital
preservation and access. The pri-
mary finding of this review is
that there are too few incentives,
and many disincentives, to pre-
serve digital content in the pub-
lic interest.

The Library will explore three
major areas that can be ad-
dressed through federal policy.

1. Work with the U. S. Copyright

Office and Congress to pur-
sue Section 108 Study Group
Report recommendations for
updating copyright law for
digital preservation.! Key rec-
ommendations of the study
group are as follows:

Make museums eligible for
section 108 exceptions.
Increase the number of digital
copies that libraries, archives,
and museums are allowed to
make for preservation.

Permit libraries, archives, and
museums to make preserva-
tion copies of at-risk works
prior to damage or loss.
Allow libraries, archives, and
museums to capture and pre-
serve publicly available on-
line content.

. Convene a panel of national

experts to explore the creation
of tax-related incentives for
digital preservation. These
could include tax credits for
a portion of the costs of pres-
ervation or tax incentives that
would encourage individuals
and corporations to donate
digital cultural assets.

. Create a pilot project in which

the Library of Congress may
explore with copyright own-
ers the digital display and/
or dissemination of certain
works that are in its collection
and protected by copyright
(for example, text, audio, vi-
sual or audio visual works)
under terms to be mutually
agreed upon.

! The Section 108 Study Group Report. An independent report sponsored by the United States
Copyright Office and the National Digital Information Infrastructure and Preservation Program of
the Library of Congress. March 2008. Available at http:/ /www.section108.gov.



4. Form a study group to inves-
tigate ways of reducing barri-
ers to preserving historically
significant business, corpo-
rate, and privileged records
that are held privately but
if preserved would provide
a significant public good. A
possible solution is to create
closed archives, formed by
congressional charter or au-
thorization, for business and
confidential records.

E. Securing Knowledge for
the Future

Much has changed, been learned,
and been achieved since NDIIPP
legislation was passed in 2000.
The next phase of NDIIPP will
ensure growth of the National
Digital Stewardship Alliance,
with a goal of establishing part-
nerships in all 50 states. In ad-
dition, a structure will be put in
place to support the develop-
ment and deployment of tools
and services across the Alliance,
so that all partners have access
to cutting-edge technologies.
Building on collections already
preserved by the NDIIPP part-
ners and the Library’s collection
areas, the Alliance will establish
a national digital collection that
will ensure long-term access to
digital resources of high value
to Congress and the American
people. NDIIPP will also work
toward creating a public policy
environment that supports best
practices and provides incentives
to preserve for the public good.

EXECUTIVE SUMMARY

Much is at stake if we do not act
now. The nation’s educational
system, economic security, en-
ergy infrastructure, and the con-
tinuing creativity and innovation
that assure the people’s well-
being all depend on a secure
knowledge base. What is at stake
is no less than the ability to show
our children and grandchildren
where we have come from, to
help them understand how our
democracy grows, and to em-
power them with the knowledge
and wisdom to make the difficult
choices that the Founders well
understood would confront us as
a free people.

State libraries and archives leverage shared expertise
and systems in times of fiscal constraints to support

their missions

Challenge: Applying existing digital preservation tools, services and
processes is difficult for state archives and libraries when they do not

have a shared collaborative approach.

Solution: Seven state governments are adapting technology for pres-
ervation through the Persistent Digital Archives and Library System
project. The project developed software components and applications
to automate digital preservation tasks to demonstrate an inexpensive
“digital stacks” that can preserve the authenticity and integrity of
the collections. In parallel, the Washington State Digital Archives
led nine other states to develop a centralized regional repository for
state and local digital information. By implementing a cost-effective
interstate technological archiving system, the project demonstrated a
scalable approach to preserving and making available at-risk digital

government information.
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Il. Digital Information
Needs of the Nation

homas Jefferson wrote the
Twords on the right shortly

before Congress lost its
library when the U.S. Capitol
was set afire in the War of 1812.
Upon hearing of the destruction,
Jefferson offered to sell his per-
sonal collection of books, charts,
and primary records—the larg-
est library in the New World—
to restock the congressional li-
brary, nearly doubling its size.
Congress gratefully accepted
Jefferson’s offer.

Jefferson’s legacy has grown into
the largest and most compre-
hensive collection of knowledge
in the world—a collection that
serves the people’s government,
documents our history and cre-
ativity, and seeds the innova-
tion of the nation. Today, nearly
two centuries after the devastat-
ing blaze that all but destroyed
the original Library of Congress
collection, we stand at a similar
point of inflection in the his-
tory of the nation’s library. New
information technologies have
spurred an exponential growth
in knowledge and have gener-
ated vital new information that
Congress consults in the course
of business.

Digital information technologies
can be a boon to the country’s
economy. They deepen citizen
engagement with democracy and
enrich our lives by enabling new
forms of communication and
creativity. Now, more easily than
ever before, citizens can have ac-
cess to the information they need

to govern themselves and en-
gage in lifelong learning. But the
great promise of new informa-
tion technologies also brings un-
precedented challenges because
digital information is inherently
fragile. How does the nation en-
sure that the knowledge and wis-
dom endowed to us by genera-
tions of Americans, continuously
collected and preserved since the
founding of the Library in 1800,
will continue to grow?

What is at stake today is not just
the loss of data representing bil-
lions of dollars of investment
in new information technology,
new scientific discoveries, and
new information upon which our
economic prosperity and nation-
al security depend. What is at
stake is the transmission of ideas,
knowledge, and the American
people’s legacy of creativity to
future generations. Preserving
digital content is as important
today as preserving the records
of the Founding Generation was
in Jefferson’s lifetime. Grasping
the seriousness of this situation,
Congress charged the Library in
2000 to create the National Digital
Information Infrastructure and
Preservation Program (NDIIPP)
and to assign it the responsibil-
ity of developing a strategy to
meet the challenge of collecting
and preserving high-value digi-
tal content.

The Program has completed
its planning, development, and
early implementation phases. It
is now poised to build on this

He who receives an

idea from me, receives
instruction himself without
lessening mine; as he who
lights his taper at mine,
receives light without
darkening me.

Thomas Jefferson, 1813
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foundational work to continue
constructing the nation’s digi-
tal infrastructure to serve the
information needs of the public
policy, education and research,
and cultural heritage communi-
ties. This report summarizes the
Program’s accomplishments to
date and plans for next steps.

A.The Preservation
Challenge for the Nation

Imagine it is 2059.

A high school class is learn-

ing about citizen participa-
tion in representative govern-
ment, and one group of students
is doing a research project on
how the primary and caucus sys-
tem worked in 2008. Searching
online, they find multiple refer-
ences to citizens organizing get-
out-the-vote campaigns for their
candidate of choice. Knowing
that such efforts were spread
virally, they search online for e-
mail listservs, blogs, and social
software sites but find no infor-
mation is available. All they find
are the candidates’ official
sites. No citizen network
sites have been preserved, even
though such sites were ubig-
uitous on the public web at the
time.

An economist notices un-

usual volatility in one
sector of the bond market. She
looks for when similar instability
was last noted and finds it was
between 2008 and 2010, when
a number of investment banks
failed. She looks for the records

of the major banks of the time—
many of them defunct—to inves-
tigate the internal decision-mak-
ing processes that led to the series
of fatal decisions. She learns that
all such records are private: the
banks either destroyed them
when they closed or the records
are under seal. She has no way
to understand what happened
at that time, and no way to learn
lessons from history.

Geologists are

investigating
renewable wave-energy sources
in the Gulf of Mexico and need to
predict the effects of hurricanes
on the Mississippi Delta and
the inland levee systems. They
find that there are decades-long
gaps in the aerial surveys of the
delta in some important parish-
es and municipalities, making it
impossible to develop reliable
analytical models. Having seen
this problem in numerous proj-
ects, they know that they have
no choice but to abandon this
project.

A filmmaker learns about
an independently produced film
by an influential filmmaker from
the first decade of the twenty-
tirst century. When he tries to
find the film to view, he learns
that it was never preserved be-
cause the original filmmaker did
not have the time, expertise, or
resources to do it on his own.
Early studio films by the same
filmmaker are known to exist,
but the researcher is not able to
find them either. The studio was



eventually bought by a holding
company that decided the films
were not profitable and the costs
of preserving the old formats
were too high. The films were
never transferred to a library for
preservation.

A biographer of a

DiGITAL INFORMATION NEEDS OF THE NATION

famous writer and poet laureate
from the turn of the twenty-first
century is looking for blogs that
wrote about her. He finds a site
that claims to have archives of
contemporary poetry blogs, but
when he searches the source, he
finds that none of the information
can be read in current software.

Key Terms

Content sectors are the information producers, providers, and users
who cluster around content with a common profile, such as geospatial,
audio, or web content. Content sectors usually have shared interests in
developing standards and best practices for the creation and descrip-
tion of that content, and often collaborate to develop tools and services
that are of special utility for that content. The content sectors of par-
ticular interest to NDIIPP are geospatial, text and image, audiovisual,
broadcast television, and web-based content. NDIIPP gives priority to
three user communities with particular interest in these content sec-
tors: public policy, research and education, and cultural heritage.

Distributed digital preservation occurs when functions such as stor-
ing and maintaining data, description and management of digital col-
lections, and access services are performed in coordinated ways across
several institutions. Distributed digital preservation has several notable
advantages over preservation undertaken by a single institution, where-
in one organization is responsible for every aspect of content storage,
description, collection management, and access services. Distributed
digital preservation is able to achieve economies of scale, for example. It
is premised on the leveraging of expertise across a variety of technical
and content domain experts. As a result, in such a system there is no
single point of failure. That said, to be successful this approach requires
explicit commitments by participating institutions with respect to roles
and responsibilities.

Stewardship is the full range of activities that support the collection,
preservation, description, interpretation, display, and dissemination
of cultural, artistic, intellectual, and research resources.

Stewardship organizations are those with a primary mission of
ensuring the stewardship of the resources under their care over the
course of two or more generations of users. Such organizations are
usually, though not exclusively, nonprofit organizations, though they
may offer services that can recover some of the expenditures of pro-
viding stewardship. Examples of stewardship organizations include
research libraries, archives, museums, historical societies, data ar-
chives, and research institutions.
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What Is At-Risk Content?

These are some examples of what
may lie in store if we do not act
now to build a national ca-
pacity for long-term preser-
vation and stewardship of
digital content. As the scenarios
illustrate, digital content can be
at risk for many reasons—includ-
ing the rapid pace of develop-

Much digital content is at risk of loss because there is little robust and
secure infrastructure for its collection, management, and preservation.
In building a national preservation strategy, our nation must address

four categories of risk.

Technological Risks

* Hardware and software, both proprietary and open source, can be a
challenge to maintain and keep current.

o Content formats can be complex and fragile. They are often not well
documented and frequently become obsolete.

e Lifecycle management risks such as data migration, file degradation
(“bit rot”), or unauthorized use can make content unusable.

Legal and Policy Risks

e Copyright laws are unclear about libraries’ rights to create and keep

preservation copies.

® Privacy claims can prohibit collection and documentation of content.

Sarbanes-Oxley requlations can induce content owners to destroy his-
torically valuable documents.

The law does not recognize public value in preserving digital content.
There are few policy incentives for concerned parties to preserve
content in the public interest.

Content Risks

The volume or complexity of content makes it difficult to collect
comprehensively.

Insufficient description of content makes it challenging to discover or
retrieve it for use.

Organizational Risks

Insufficient resources to maintain information can lead to content loss.

Lines of authority and responsibility for maintaining digital content are
often not aligned with the demands of such content.

Insufficient skilled personnel can prevent even routine best practices
from being implemented.

ment of hardware and software,
outdated provisions for preserva-
tion in the copyright law, and or-
ganizational failure to maintain
important information assets
and records. These problems af-
fect everyone, from corporations
to individuals, from local to na-
tional organizations. Moreover,
they are global in scope.

As the Government Account-
ability Office (GAO) reports,
our energy, transportation, and
water infrastructures are in se-
rious need of updating and re-
pair.? But to be productive, these
crucial sectors

themselves re-

quire a robust,

secure, and reli-

able information infrastructure
to manage the risks and capital-
ize on the efficiencies of digital
information in today’s complex
knowledge economy. More im-
portant, the sectors must manage
critical data for decades to come.

The fundamental risk to the fu-
ture of our nation’s knowledge
capital and our success in a
global economy is the lack of a
distributed, networked, cost-effi-
cient content stewardship infra-
structure designed to perform in
a dynamic environment.

Once a book is printed, it can
rest on the shelf for more than a
century and remain readable. In

2 The Upcoming Transition: GAO'’s Efforts to Assist the 111th Congress and the Next
Administration. Statement of Gene L. Dodaro, Acting Comptroller General of the United

States. Testimony before the Subcommittee on Government Management, Organization, and
Procurement, Committee on Oversight and Government Reform, U.S. House of Representatives.
September 24, 2008. Available at http://www.gao.gov/new.items/d081174t.pdf.
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contrast, digital content requires
active management throughout
its entire period of use. Each step
in the lifecycle of digital content,
from creation and distribution
to selection, description, and
preservation, requires choices—
choices that will determine its
long-term availability. The choice
of widely used, well-document-
ed formats by the creator, the de-
posit of content in a stewardship
organization, and the appropri-
ately resourced management of
content by skilled personnel are
critical for enabling access over
time. Good lifecycle manage-
ment not only ensures that con-
tent will remain available over
time but also achieves econo-
mies of scale and obviates the
need for expensive recovery ef-
forts for endangered data.
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B. Congressional Charge to
the Library

In 2000, Congress responded to
the urgent challenge of digital
preservation by authorizing 100
million to be directed to the Li-
brary of Congress for “a major
undertaking to develop stan-
dards and a nationwide collect-
ing strategy to build a national
repository of digital materials”
(P.L. 106-554). The digi-

tal era presents clear
challenges for such an
undertaking—the es-
calating scale of data creation,
the globalization of information
exchange, and the immaturity
of standards and best practices,
among many.

Other nations, notably those of
the European Union, understand

Fig. 1. Traditional Preservation Versus Digital Preservation

Digital content requires active management throughout its entire period of use.
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this challenge and are taking ac-
tion. They have declared long-
term digital steward-
ship a top priority in
their drive to compete
globally in science, technology,
commerce and trade, and to fos-
ter social well-being.> NDIIPP
is helping build our nation’s ca-
pacity to maintain international
leadership in these areas.

In addition to asking the Library
to tackle the long-term challenge
of building distributed steward-
ship capacity, Congress charged
the Library to “collect or pre-
serve essential digital informa-
tion which otherwise would be
uncollectible . . .” The Library
has worked with major content
creators and stewardship or-
ganizations to identify digital

content of high value to the na-
tion. Together, they have secured
this content for use by
members of Congress
and the Library’s users.
A special objective of the pro-
gram is to capture especially vul-
nerable materials that will van-
ish without aggressive action.

When NDIIPP began in 2000, few
people understood the fragility
of digital content. Even fewer
predicted the explosive growth
of web-based information, how
the web would enable unprec-
edented public engagement with
national political events, and the
types of innovation and creativ-
ity that digital technology would
foster. Only a handful of people
understood how important it
was to begin securing digital

NDIIPP Legislation
P.L. 106-554

The congressional charge to NDIIPP calls for short-term action and a long-range plan.

This program is a major undertaking to develop standards and a nationwide collecting
strategy to build a national repository of digital materials. . . .

The Library is directed to develop a phased implementation plan for this program joint-
ly with Federal entities with expertise in telecommunications technology and electronic
commerce policy and with participation of other Federal and non-Federal entities. . . .

The overall plan should set forth a strategy for the Library of Congress, in collaboration
with other Federal and non-Federal entities, to identify a national network of libraries
and other organizations with responsibilities for collecting digital materials that will
provide access to and maintain those materials. In addition to developing this strategy,
the plan shall set forth, in concert with the Copyright Office, the policies, protocols, and
strategies for the long-term preservation of such materials, including the technological
infrastructure required at the Library of Congress.

3 European Commission. Commission Recommendation on the digitization and online
accessibility of cultural material and digital preservation. August 25, 2006. Available at http://
ec.europa.eu/information_society /newsroom/cf/itemlongdetail.cfm?item_id=2782.
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Fig. 2. NDIIPP Planning Process
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The NDIIPP planning process comprised four key activities.

Consultation with

Stakeholders

Background Research

Scenario Planning

——‘ Strategic Goals

Defining the Digital

Preservation
Infrastructure

information for present and fu-
ture generations.

C. National Plan for
Preservation

To raise awareness about digi-
tal preservation and to gauge
the readiness of content sectors
to respond, in 2001-2002 the
Library undertook a consultative
planning process that

involved major stake-

holders, including the creative
industries, libraries and archives,
institutions of higher education,
state and local entities, and le-
gal and technical experts. The
Library also conducted extensive
research into the preservation
problem; worked with leading

technologists to define the main
requirements for technical infra-
structure for preservation; and
did scenario planning to test
working assumptions and an-
ticipate disruptions in technol-
ogy, the economy, and national
security.

On the basis of its findings, the
Library proposed, and Congress

approved, a plan calling

for a distributed, net-
worked stewardship capacity to
be developed and maintained
under the leadership of the
Library.

Given the scope of the chal-
lenges, the Library took early
actions to mobilize important
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stakeholders as a network.
Without a broad-based, distrib-
uted approach, the goals would
seem “too big, too intractable,”
as the Library heard many times.
Concerned stakeholders, com-
ing from many different content
and technical communities, felt
isolated. They believed that col-
lective action was the only way
to achieve scale, but in 2000 they
had little in common beyond a
need to preserve their own con-
tent. Acting as honest broker and
neutral convener, the Library
brought them together to begin
the work. An early and critical
step in executing the program’s
strategy for preservation was to
build and nurture a networked
community.

To guide the program’s

development, the Li-

brary formed a National

Digital Strategy Advi-
sory Board comprising members
of key federal agencies, informa-
tion organizations, libraries, ar-
chives, and content creators. Be-
cause the network works within
a global context, board members
include individuals from nation-
al libraries other than the Library
of Congress. A list of Advisory
Board members appears in Ap-
pendix A. The board advises
Library of Congress managers
on the development and opera-
tion of NDIIPP and sponsors the
Federal Digitization Guideline
Working Groups, whose mission
is to develop best practices and
standards for preservation across
major federal agencies.

D. Implementing the Plan

The Library invested in test-
ing approaches, developing
standards, and adopting best
practices through collaborative
networks in-
cubated by
the program.
By enabling stakeholders to take
early action and learn by doing,
NDIIPP has leveraged the efforts
of content communities already
undertaking preservation.

NDIIPP is developing a distrib-
uted technical infrastructure to
support digital preservation; fos-
tering collaboration between fed-
eral and state sectors; addressing

Digital Preservation
Environment 2000

In 2000, digital content was

growing, but few understood

the need to preserve it.

* Growth of use and content
on the web

e Growth of digital library
services

e Growth of digitization

e Limited awareness of digital
preservation

® Few technical solutions

e Limited technical exper-
tise among preservation
professionals

e Lack of cooperation and
trust among content
stakeholders

* No provisions for digital
preservation in copyright
law

* Young and unproven
models for economic
sustainability



information policies that impede
digital preservation; and leading
a national effort to educate the
public and promulgate best prac-
tices for digital preservation.

Since the approval of

the NDIIPP plan in 2002,

here has been wide-

spread adoption of radically new
information technologies and
social behaviors—changes that
are most visible on the web. This
period has also been character-
ized by deep disruptions in the
national and global economies.
During this period of change,
the digital preservation network
has grown rapidly. As the vol-
ume of valuable content grows,
the program has distributed re-
sponsibility for content steward-
ship through the community by

Fig. 3. Strategic Goals
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recruiting partners from increas-
ingly diverse sectors. NDIIPP
leverages the strengths of its
partners by catalyzing new ac-
tivity. Through regular assess-
ment and consultation,
it helps partners develop
the program iterative-
ly, learning from their
experiences and building on
their achievements. Above all,
NDIIPP offers its partners a stra-
tegic approach to digital preser-
vation, addressing the important
components of the preservation
network through a balance of
short- and long-term actions and
investments.

To date, the Library has recruit-
ed more than 185 digital pres-
ervation partners in more than
44 states and 25 nations to

Through a network of committed preservation partners, NDIIPP has built and sustained a national digital
collection, developed a shared technical infrastructure, and promoted public policy that encourages

distributed digital preservation.

Strategic Goals

National Content ]

National Digital
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/

Stewardship Network J
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Technical Architecture

Public Policy &
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Fig. 4. Strategic Phased Initiatives

The program grew iteratively with partners crossing boundaries to leverage expertise, share resources, and
build capacities across the network.
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execute a multiphased plan to
collect and preserve a broad
range of high-value digital con-
tent, with special attention to
the public policy, education and
research, and cultural heritage
communities. A list of partners
is provided in Appendix B.

1. Phase One Initiatives

Phase one initiatives funded
early actions to collect content,
model and test preservation ap-
proaches, advance preservation
science, and address rights is-
sues presenting obstacles to sus-
tainable digital content.

Several major events that oc-
curred in the early years of the
program underscored

the importance—as well

as the inherent fragility—

of digital content. These includ-
ed elections that had significant
presences on the web and tragic
events such as the 9/11 attacks
and global natural disasters, in
which the immediate need for
information related to recovery
highlighted the nation’s grow-
ing dependence on electronic
communication and information.
In view of these challenges, the
program took immediate actions
to collect at-risk content. In ad-
dition to collecting websites, the

DiGITAL INFORMATION NEEDS OF THE NATION

Library collected and preserved
social science data sets used by
policy makers, political scientists,
and historians to analyze social
patterns and change. Geospatial
data documenting land use and
environmental modification were
also given priority. The program
made investments to ensure that
this historically significant con-
tent was secured for the future.

2. Phase Two Initiatives

Phase two initiatives funded
continued growth of the net-
work through new partnerships
between content partners and
technical partners to develop tar-
geted tools and services, partner-
ships among state libraries and

archives, and partner-

ships with commercial

content creators and pro-
fessional associations to develop
and promote standards and best
practices.

Section III describes key out-
comes and findings of NDIIPP.
The findings document the criti-
cal need to formalize the existing
preservation network of part-
ners so that they may, under the
Library’s leadership, continue
collaborating to preserve and
provide long-term access to digi-
tal content.
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l1l. Building the National Digital
Preservation Network

DIIPP organized its ini-
tiatives and investments
around four strategic goals:

1. Stewardship Network: Devel-
op a growing national preser-
vation network.

2. National Digital Collection:
Develop a content-collection
plan that will seed the nation-
al collection and preserve im-
portant at-risk content.

3. Technical Infrastructure:
Build a shared technical plat-
form for networked preserva-
tion.

4. Public Policy: Devel-
op recommendations
to address copyright
issues and to create a
legal and regulatory environ-
ment that both encourages in-
centives and eliminates disin-
centives to preservation.

The outcomes and findings of
each goal are summarized below.
Full reports from each initiative
are available at www.digital-
preservation.gov.

A. Stewardship Network

Building distributed, networked
capacity for digital preservation
and long-term stewardship is a
complex undertaking—one that
demands action before all of the
critical factors involved are fully
understood. Growing and sup-
porting that networked capacity,
an equally complex task, requires
sustained, dedicated coordina-
tion and support.

* http:/ /www.digitizationguidelines.gov.

1. Key Outcomes

The key outcomes in this area

are:

* Development of a steward-
ship network through recruit-
ment of preservation partners.

¢ Articulation of partners’ roles
and responsibilities in the net-
work, including the role of
the Library of Congress as the
central node in the network of
networks.

* Development of a sustaining
entity to govern a network of
networks committing to the
stewardship of digital content.

Preservation partners

are the stakeholders—

creators and producers,
owners, collectors, service pro-
viders, coordinating bodies, us-
ers, and others—who collaborate
to preserve and provide access
to digital content. They include
libraries, public television net-
works, foreign news broadcast-
ers, commercial content creators,
state libraries and archives, in-
dustry groups and nonprofit or-
ganizations, and national librar-
ies abroad. Each preservation
partner brings its own network
of associates and partners to
participate in the larger constel-
lation of organizations, creat-
ing, in effect, a network of net-
works. An important network
in the program is the Federal
Agencies Digitization Guidelines
Initiative* with representa-
tives from 15 federal agencies.
This initiative has two working

NDIIPP Mission:

To ensure access over

time to a rich body of
digital content through the
establishment of a national
network of partners
committed to selecting,
collecting and preserving

at-risk digital information.
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groups collaborating on the de-
velopment of standards for digi-
tization and preservation of digi-
tal content at the national level.

The complexity and di-
versity of the emerg-
ing network is a major
strength. It has an inher-
ent ability to leverage the exper-
tise and experience of a broad
range of participating institu-
tions. Participation is
driven by partners who
recognize the benefits
of becoming part of a
larger whole. In that sense, the
network acts like a web: it gets

Fig. 5. Digital Preservation Communities, 2004

stronger as it gets larger and
more complex. Affinity groups
and working partnerships arise
spontaneously as natural net-
works among content partners,
technology experts, and service
providers form, broaden, and
deepen. Working within the
trust-building environment of
the network, member organiza-
tions share the responsibilities of
preservation across a spectrum of
groups and individuals
with whom they might
not otherwise interact.

The network, as a peer-to-peer
organization, requires leadership

Between 2004 and 2010, natural networks grew as content communities collaborated on shared activities

and problem solving.
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to set and guide its agenda and
to develop and sustain important
relationships and collaborations.
The Library of Congress led this
effort by articulating a compel-
ling vision for the network, by re-
cruiting partners across a broad
spectrum of content communi-
ties, and by performing a neutral

BuiLDING THE NATIONAL DiGITAL PRESERVATION NETWORK

convening function for all stake-
holders. Because of its history
of trusted relations with a wide
range of content communities in
the public policy, education and
research, and creative sectors,
the Library has been able to cata-
lyze actions among content and
technology stakeholders, pro-

Fig. 5. Digital Preservation Communities, 2010
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vide incentives to spur and sus-
tain participation, and represent
the achievements and promote
the interests of U.S. preservation
initiatives at national and inter-
national forums.

Network partners have called for
a transparent and accountable
entity—the Library—to continue
building trust among participat-
ing institutions by convening
partners, leading program de-
velopment, coordinating content
collection, and ensuring self-
governance among the preserva-
tion partners. Recommendations
for advancing this network ap-
pear in Section IV.

2. Key Findings

* Preservation is a societal good
undertaken by committed

Federal Agencies Digitization Guidelines Initiative

Federal working groups for still images and audiovisual materials develop best practices for digital
content creation, preservation, and access.

Goals of federal working groups:

organizations. These organi-
zations are motivated by their
own interests and incentives,
but as a group they also act on
behalf of the public interest.
Each participating institution
brings to the network its own
resources, interests, and orga-
nizational culture. Under the
auspices of a neutral conve-
ner and honest broker, natu-
ral networks emerge through
shared activities, problem
solving, and meetings.

As natural networks form,
the larger network grows
more complex, but also be-
comes stronger and better
able to withstand stresses and
strains.

The Library has proven to be
a reliable and trustworthy
broker.

Participating members

Identify and establish common digitization ¢ Defense Visual Information Directorate

standards, methods, practices, and guidelines

for the digitization of documents, printed matter,
pictorial collections, and audiovisual content.
Promote the creation of sustainable content.
Encourage collaborative digitization practices and
projects among federal agencies and institutions.
Provide the public with a product of uniform
quality.

Set a common benchmark for digitization service
providers.

Enhance the exchange of research results and
developments

Government Printing Office

Institute of Museum and Library Services
Library of Congress

National Aeronautics and Space Administration
National Agricultural Library

National Archives and Records Administration
National Gallery of Art

National Institute of Science and Technology
National Library of Medicine

National Technical Information Service
National Transportation Library

Smithsonian Institution

U.S. Geological Survey

Voice of America
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Fig. 6. Content Collected by NDIIPP Partners

Both historical and contemporary geospatial data are used for critical services, including environmental
monitoring, transportation planning, political redistricting, and homeland security.

Events drive the preservation of web-based content. Collections include information on topics such as California
wildfires, U.S. national elections, and the Iraq War; legal blogs; online-only government publications; and records
of defunct government agencies and commissions.

Digital text and images are at the core of digital library collections. From historic American culture to statistical
data sets to contemporary opinion polls, these collections have preserved important and rich content.

Audiovisual materials capture our dynamic history like no other medium. Digital technologies allow for broad
and immediate distribution of news, culture, and ideas from a variety of view points. Preserving these resources
will give future historians a deeper understanding of our time.
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B. National Digital
Collection

Digital content is dynamic, and
its preservation demands ap-
proaches and skills that differ
from those used for traditional
preservation. Significant collec-
tions of digital content are be-
ing captured and preserved for
future users by NDIIPP part-
ners. The work to date informs
an approach to the future es-
tablishment of a national digital
collection. The scope of these
collections is illustrated in fig-
ure 6; descriptions of collections
preserved through NDIIPP are
listed in Appendix D.

1. Key Outcomes

The key outcomes in this area

are:

¢ Identification of collection
priorities to inform a national
digital collection.

e Identification and engage-
ment of organizations com-
mitted to preserving digital
content for the nation.

* Preservation of at-risk digi-
tal materials of high impor-
tance for the research, schol-
arship, and cultural heritage
communities.

In harmony with the Li-

brary of Congress’s his-
torical collecting responsibili-
ties, areas of highest priority for
a national digital collection are
those of greatest value to the
public policy, education and re-
search, and cultural heritage
communities. Especially impor-
tant in the digital realm are geo-

spatial data, web-based content,
digital text and images, and au-
diovisual content.

Building a rich

collection of con-

tent valuable to
the nation requires a network of
partners brought together by a
shared vision of a national digital
collection with value for present
and future generations. As that
collection grows, preservation
partners will be guided by col-
lection strategies that address the
need to collect content now to en-
sure access in the future. Because
digital content is “born ephemer-
al,” collectors cannot wait for the
passage of time to determine its
value for the future. While pres-
ervation partners work to stan-
dardize and promote “born-ar-
chival” digital content formats to
lessen the threat of built-in obso-
lescence, timely action to secure
content today is the only strategy
for preserving much content of
value.

The partners share short-term
strategies to capture at-risk con-
tent, as well as long-term strate-
gies with multigenerational time
horizons. In addition, because
digital content may be more
valuable when it is used in com-
bination with other data, distrib-
uting collecting responsibilities
to ensure broad coverage of key
areas has emerged as a priority.
For example, time-series aerial
images of Hurricane Katrina
were combined in real time with
locally generated web-based



resources and analyzed using
geospatial data to help emer-
gency workers render assis-
tance. Foreign broadcast news
programs, political commentary
websites, satellite imagery of
global hot spots, and historical
data sets that reveal long-term
migrations of people can be vi-
tally important to understanding
global political developments
from multiple perspectives.
The collection framework for
the network takes an integrated
view of content and leverages
the expertise of many disparate
content communities to create a
whole greater than the sum of its
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parts. The program also works
closely with libraries and stew-
ardship organizations abroad
to ensure appropriate collection
coordination.

The long-term goal of the pres-
ervation network is to ensure ac-
cess to high-quality content over
time, so that none of the imagi-
nary scenarios sketched at the
beginning of this report comes to
pass. No single institution is able
to collect and serve the universe
of digital content that is of long-
term value. Building and sus-
taining the national collection is
an ongoing, distributed activity.

Fig. 7. NDIIPP Content Domains

The diversity of domains that create content vital for public policy, education and research, and cultural
heritage communities indicates the breadth the network will achieve over time.
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Network partners have explored
divisions of collecting respon-
sibilities. In the short term, the
network has focused on a set of
collecting priorities—geospatial,
audiovisual, images and text,
and web content. As indicated
in figure 7, encompassing more
content over time will require
recruiting content partners from
additional domains. It will also
require developing new strate-
gies for managing high-volume,
ephemeral data and, ultimately,
restructuring copyright and
other policy-driven incentives
for contributing content to the

Fig. 8. Technical Architecture for Digital Preservation

The three-layer architectural framework tested and modeled by digital preservation partners in a
variety of projects has proven to be flexible and extensible across a diverse community of partners.
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requiring a number of orga-
nizations committed to stew-
ardship.

* The value of content grows
when it can be shared across
content domains, and the dis-
tributed approach to collect-
ing has proven an effective
strategy to achieve breadth
and depth of content.

C. Technical Infrastructure

The technical infrastructure com-
prises both the architecture that
enables content preservation
and data exchange, and the tools
and services to support partner
participation in the architecture.
The ability of the infrastructure
to respond to the growing needs
of preservation partners vali-
dates the distributed approach to
preservation.

1. Key Outcomes

Key outcomes for the technical

architecture are as follows:

¢ Testing of a three-layer pres-
ervation architecture and
validation of the distributed
approach to preservation,
with clearly articulated roles
among partners.

¢ Development and testing of
tools and services to support
distributed preservation (see
Appendix C).

* Development of format and
workflow standards specific
to content domains of digital
text and images, geospatial in-
formation, websites, and au-
diovisual materials.

BuiLDING THE NATIONAL DiGITAL PRESERVATION NETWORK

In the first year of plan-

ning for NDIIPP, a group

of technology experts pro-
posed a three-layer architecture
for digital preservation (see fig-
ure 8). The lowest layer stores
and maintains the data. The mid-
dle layer provides services for
content description and manage-
ment; it is the stewardship layer
that is associated with libraries
and archives. The top layer, the
access layer, provides services to
view and use the content.

These three layers provide

a framework for distribut-

ed roles to support preservation
across time and technological
change. Diverse organizations
and systems can be configured
to leverage the best capabilities
in each layer. This model accom-
modates the culture of access on
the Internet that encourages in-
novative use of information in
the top layer and the deliberate
action of stewardship organiza-
tions that are concerned with the
longevity of digital data in the
middle layer. Commercial and
nonprofit data centers provide
expertise and services for storage
and management at the bottom
layer.

One of NDIIPP’s earli-

est activities was to test

this architectural framework by
simulating the changes to which
digital content would be sub-
ject over time.” The change of
technology, including systems
and formats, is usually the first

5 http:/ /www.digitalpreservation.gov/partners/aiht/high /ndiipp_aiht_final_report.pdf.
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concern. However, changing or-
ganizational roles and responsi-
bilities for stewardship over time
should also be anticipated. An
entity may cease to be capable of
maintaining digital content, due
to loss of resources or redirection
of its mission and goals.

During the course of the pro-
gram, each digital preservation
project challenged assumptions
and functions of this architec-

Fig. 9. NDIIPP Standard-Making Activities

tural model. The most impor-
tant result was validation of the
model in which the lower storage
layer is generalized for all types
of data, while the management
layer in the middle is customized
for the content type. The top ac-
cess layer has proven to be the
most volatile with the emergence
of user-created content. Appen-
dix C lists tools and services de-
veloped and tested for this archi-
tectural model.

NDIIPP has supported standards activities across all content domains. The use of
sustainable formats and adherence to technical standards are critical for reliable and

cost-effective preservation.
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The program has invested in
standards work because content
must be created in sustainable
formats to ensure cost-effective
preservation over time. See fig-
ure 9. Working closely with major
content communities, the Library
has taken the lead in making
such work available through the
Sustainability of Digital Formats
website.® The continuation of this
work across all content domains
is critical to the long-term usabil-
ity of content as hardware and
software change.

2. Key Findings

e The diversity, complexity,
and volume of digital objects
and formats require that
stewardship of digital con-
tent be shared across many
organizations.

¢ Technical work across NDIIPP
partnerships has affirmed the
value of open development of
tools.

* Maintaining redundant cop-
ies, distributed geographical-
ly, organizationally, and across
diverse systems, is a better
means of ensuring long-term
security than is keeping only
one copy or holding a copy in
a single environment.

¢ Developing several approach-
es to the same problem is pref-
erable to relying on a single
approach, which risks data
corruption or irretrievable loss
should a single approach fail.

¢ http:/ /www.digitalpreservation.gov/formats/.
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D. Public Policy

Building an infrastructure for the
stewardship network requires a
public policy environment that is
conducive to preservation. Legal
and incentive structures are as
important to preservation suc-
cess as is collecting the content
itself.

1. Key Outcomes

Key outcomes in the policy arena

are as follows:

* Recommendations for revis-
ing Section 108 of the U.S.
copyright law to enable and
encourage preservation of
digital content.

* A comparative analysis of in-
ternational copyright laws
that affect preservation activi-
ties globally.

¢ A review of national and in-
ternational policies that en-
able and encourage private
entities to preserve content
with public value.

NDIIPP and the U.S. Copyright
Office sponsored a cross-sec-
toral study group to conduct a
detailed analysis of Section 108.
Current 108 exceptions are opti-
mized for print-on-paper copy-
right requirements; they do not
match the technical realities of
managing digital content and
inadvertently often make digital
best practices illegal. The study
group delivered its recommen-
dations to the Librarian of Con-
gress and Register of Copyrights
in a report dated March 31, 2008.
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The Register reviewed the study
group’s report and began seeking
public comment in early 2009.

Recognizing that digital

content crosses national
boundaries, the Library exam-
ined the impact of international
intellectual property laws and
policies on digital preservation.
In partnership with the United
Kingdom, the Netherlands and
Australia, the program spon-
sored the International Study on
the Impact of Copyright Law on
Digital Preservation.”

NDIIPP convened work-

ing groups of partners

to help develop policy
recommendations for le-

gal and regulatory changes that
would recognize the broad pub-
lic interest in long-term access
to digital content. The working
groups’ discussions were based
directly on the impediments to
digital preservation that partners
had encountered—impediments
that could be diminished or elimi-
nated through the types of incen-
tives that federal and local
governments provide for
historic preservation of
buildings, natural environ-
ments, and other significant heri-
tage of the American people. The
groups further explored these
public policy matters by conduct-
ing a global review of the policy
incentives that federal, local, and

international governments use
to encourage stewardship of na-
tional heritage. These issues are
described in Appendix E.

Some privately held digital col-
lections have great public inter-
est for future generations, either
because they document impor-
tant parts of our history (such as
business records) or because they
document American creativity
and constitute part of our cul-
tural heritage (such as the man-
uscripts of public figures and
writers, the outtakes of
singers, and the unused
footage of filmmakers).
It is important to ensure
that the owners and cre-
ators of such content can
enjoy rights-protected use of this
material. It is equally important
that the historical and cultural
heritage value of these materials
be preserved for the public inter-
est and made accessible to future
generations.

Digital content is also at risk of
loss because the economic mod-
els for sustaining content
over time are immature
and lack robust incentives
to support the societal
goal of long-term preservation.
To address this gap, the program
collaborated with the National
Science Foundation and other
organizations in a far-reaching
study of the economic models

7 International Study on the Impact of Copyright Law on Digital Preservation. A joint report of the
Library of Congress National Digital Information Infrastructure and Preservation Program,

the Joint Information Systems Committee, the Open Access to Knowledge (OAK) Law Project,
and the SURFfoundation. July 2008. Available at http://www.digitalpreservation.gov/library/
resources/pubs/docs/digital_preservation_final_report2008.pdf.
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required to sustain digital con-
tent for long periods of time.?
Economists and preservation ex-
perts of national renown devel-
oped models of sustainability for
all communities that have a stake
in long-term access to digital
content. Sustainable Economics for
Digital Planet Ensuring Long Term
Access to Digital Information was
published in February of 2010. °

2. Key Findings

¢ Both the copyright and regu-
latory environments need
to be updated for the digital
era; currently they discourage
preservation best practices, or
even make them illegal.

¢ Privately owned digital con-
tent often has high histori-
cal and cultural value for the
public, and such value should
be protected. When owners
have no further use for their
content, they should be given
incentives to entrust it to a
stewardship organization.

* There are few, if any, econom-
ic incentives for preservation.
Because preservation and
stewardship of the national
collection serve the public in-
terest, creating economic in-
centives is a priority.
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Shared infrastructure increases the capacity for organi-
zations to commit to digital preservation

Challenge: The cost and expertise required for the installation of
preservation storage and management systems prohibit organiza-
tions from preserving their digital content.

Solution: The MetaArchive project adapted a low-cost, fault toler-
ant auditing and monitoring software called LOCKSS to establish
and run a distributed network for preservation storage of cultural
heritage content. The system relies on cloud infrastructure and
lower-cost commodity storage as an economical solution. Members in
the network share their storage capacity with others in the network to
provide for multiple copies that are audited and checked regularly by
the software to ensure against data corruption.

8 Sustaining the Digital Investment: Issues and Challenges of Economically Sustainable Digital
Preservation. Interim Report of the Blue Ribbon Task Force on Sustainable Digital Preservation and
Access. December 2008. Available at http:/ /brtf.sdsc.edu/biblio/BRTF_Interim_Report.pdf.

Available at http://brtf.sdsc.edu/biblio/BRTF_Final_Report.pdf.
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V. Securing Knowledge
for the Future

he Library can now lever-
Tage the work of the NDIIPP

program through its exist-
ing network with external and
internal stakeholders to create
leadership around digital preser-
vation. According to an IBM study
of NDIIPP in 2008, there are two
principal mechanisms for the
Libray to build on its success to
further the goals of digital preser-
vation. The first is leadership. The
Library can lead, influence and
provide additional momentum,
resources, partners, and direction
to the projects. Governance is an-
other mechanism the Library can
use to influence the structure and
functioning of the partners to en-
hance their success.

This section describes actions un-
der way to advance NDIIPP to
the next phase; a self-sustaining
network bound by common inter-
ests, synergies, and commitments.
These actions have been devel-
oped from the key findings of the
Program’s initiatives as well as in-
depth working sessions with the
preservation partners, the Adviso-
ry Board, and other stakeholders.
The next stage of progress entails:

¢ Chartering and developing the
National Digital Stewardship
Alliance.

* Expanding a national digital
collection.

¢ Strengthening and enabling
public-private partnerships.

¢ Fostering a public policy envi-
ronment conducive to digital
preservation.

A.Chartering the National
Digital Stewardship
Alliance

In response to the congressional
charge to “develop standards and
a nationwide collecting strategy”
for the digital era, the Library of
Congress developed and tested
a distributed preservation net-
work. The network has been ef-
fective in leveraging the strengths
of a diverse set of partners, and
has proven resilient in the face of
technological volatility, economic
downturn, and explosive growth
of digital creation.

To sustain and foster the stew-
ardship network, the Library is
formalizing the National Digital
Stewardship Alliance. Through a
charter agreement, each Alliance
member commits to work to-
gether to protect the investment
made in digital resources across
the Alliance. Members will serve
in a variety of roles and working
groups, including those focused
on content, standards and best
practices, infrastructure, innova-
tion, and outreach.

1. Purpose of the Alliance

The purpose of the National Digi-
tal Stewardship Alliance is to cre-
ate and sustain a national network
of trusted partners to collect, pre-
serve, and ensure long-term access
to a national collection of digital
content of value to Congress and
the American people. The Alli-
ance’s functions are sixfold:
1. Build and sustain a national
digital collection, a rich and
diverse record of the national

Let us save what remains:
not by vaults and locks
which fence them from

the public eye and use in
consigning them to the
waste of time, but by such
a multiplication of copies,
as shall place them beyond
the reach of accident.

Thomas Jefferson
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experience and information vi-
tal to the nation.

2. Support collaboration among
Alliance member organizations
and affiliates.

3. Identify, develop, and maintain
services, standards, best prac-
tices, and sustainable business
models of direct benefit to the
Alliance.

4. Facilitate the development of a
networked technical infrastruc-
ture, tools, and storage capacity
for the Alliance.

5. Ensure the advancement of
digital preservation science and
technologies by encouraging
research and development.

6. Foster an environment that
supports long-term access to
digital content through educa-
tion, advocacy, and encourage-
ment of sound public informa-
tion policies.

2. Role of the Library of
Congress in the Alliance

The Library of Congress is unique-
ly positioned to serve as convener,
promoter, and trusted voice for
the Alliance. Trust among Alliance
members—from rights holders
to preservation organizations—is
essential. The Library’s centuries-
old history of stewardship and
the widespread recognition that it
acts on behalf of the public interest
will continue to open doors for the
Alliance to recruit members and
forge partnerships among diverse
communities. Members of the
Alliance are committed to serving
as digital stewards of America’s
national collection of historically-
significant digital content. The

Library serves as the Executive
Secretariat for the Alliance.

B.Developing a Framework
for a National Digital
Collection

Information that is essential for
the study and development of
public policy—government and
nonprofit websites, news distri-
butions, legal journals, maps and
charts—is increasingly all digital.
This content is at risk for loss for
several reasons, but primarily be-
cause channels for its dissemina-
tion and content forms are digital
and inchoate. Finding a means to
capture and preserve such content
is the Alliance’s top priority.

NDIIPP has worked with more
than 185 partners from 44 states
and 25 countries to identify, col-
lect, and preserve at-risk digital
content. The experience of col-
lecting and preserving this con-
tent from early program activities
informs the Alliance’s approach
to expanding a national digital
collection. The Alliance will work
in collaborative partnerships to
build and sustain a national digi-
tal collection intended to cover a
broad scope of education and re-
search, cultural heritage, and pub-
lic policy subject areas. Partners
have articulated a framework for
a national digital collection that
corresponds with the collections
that libraries, and particularly the
Library of Congress, have built
over the past two centuries. While
the genres and formats of this con-
tent will change over time, there



is an essential continuity between
the breadth and depth of valu-
able analog collections and future
born-digital collections.

Public and private organizations
and individuals are the sources for
the content. Libraries and archives
produce digital library collections
even as they are working to pre-
serve them. Federal, state, and
local government agencies create
and publish public information.
Commercial and non-profit pub-
lishers of news and commentary,
and commercial and independent
multimedia producers are impor-
tant sources for many materials
that will become part of a national
digital collection.

Convening and consulting with
recognized experts and stakehold-
ers have been successful practices
for NDIIPP. Experts, both at the
Library and at other nationally
recognized organizations, will be
asked to help identify and collect
the most authoritative and im-
portant content. Congressional
Research Service analysts and staff
will validate the relevance and
importance of the selections for
the development of public policy
support for Congress. House and
Senate librarians and archivists
will be consulted in identifying
government documents that are at
risk of loss. Other expertise can be
drawn from academic centers and
specialized research centers.

Through the framework, the
Alliance will build a collection
of digital content that serves not

only Congress and government
agencies, but also the American
people and an international au-
dience. Content partners in the
Alliance will collaborate on ar-
ticulating collecting priorities; this
will ensure appropriate levels of
redundancy among collecting in-
stitutions, and will enable local
and regional stewardship organi-
zations to focus on collecting for
their respective users.

For a full discussion of the na-
tional digital collecting strategy,
see Appendix G.

C. Strengthening and
Enabling Public-Private
Partnerships

The Library will seek to establish
an independent entity that could
provide a flexible means by which
to fund innovation and develop
shared tools and services for the
Alliance, especially its federal
members, by enabling robust pub-
lic-private partnerships. Any tools
and services developed would be
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Fig. 10: National Digital Collection Framework

The major content areas of the national digital collection framework
build on the strengths of the nation’s analog collections and will serve

the needs of a democratic society.
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designed to meet the infrastruc-
ture needs of preservation and
would be deployed throughout the
Alliance, allowing partners with
complicated service-contracting
requirements or limited resources
access to cutting-edge technology
and research. The core functions of
the entity would include:

* Sponsoring technical research
and development.

e Serving as a broker for core
infrastructure services such as
storage.

¢ Raising funds from private
sources and brokering public-
private partnerships.

An independent, non-profit entity
such as a 501(c)(3) would have the
ability to invest in new models of
preservation and new technolo-
gies, and the flexibility to employ
the necessary human resources
throughout the country. It would
provide the most nimble and cost-
efficient mechanism for support-
ing digital preservation needs. An
example for consideration in the
establishment of a federally-char-
tered, non-profit entity that can
receive private and public funds
is the In-Q-Tel model used by the
Federal intelligence community.'
Preservation in the digital age, like
intelligence gathering in the digi-
tal age, must not only keep pace
with, but also anticipate techno-
logical change. Current contract-
ing requirements and lengthy
procurement processes create a
vulnerability to technological ob-
solescence and inefficient use of

public funds. These risks could
be minimized or limited through
public-private partnerships.

1. Partnerships for Innovation

The Library is fostering digital
technology innovation through
strategic partnerships with the
private sector. These partnerships
range from work with creative in-
dustries—to ensure the develop-
ment and use of standards in the
creation of information and enter-
tainment assets—to a series of tar-
geted partnerships with key firms
to address emerging technical
challenges. Thus, the Library joins
innovation of the private sector
with a commitment to the public
trust and equitable access intrinsic
to the public sector.

The Library will also form part-
nerships with educational in-
stitutions which will recruit the
brightest young talent in higher
education—at the undergraduate
and graduate level—to work on
cutting-edge technological chal-
lenges facing libraries. Thus, the
Library takes advantage of the
freshest perspectives on problem
solving and feeds the pipeline of
talent that libraries, archives, and
all stewardship organizations
need in the 21st century.

D. Fostering a Public Policy
Environment Conducive to
Digital Preservation

The overall goal of NDIIPP is to
ensure that today’s digital heritage

10 In-Q-Tel is an organization that serves the intelligence community to advance research and development.
See https:/fwww.cia.gov/library/publications/additional-publications/in-q-telindex.html.
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is accessible to future generations.
To this end, NDIIPP tackled criti-
cal technical challenges, collabora-
tively modeled and tested organi-
zational approaches for a national
strategy, and secured high-value
content for a national digital collec-
tion. Beyond these three areas of
engagement, however, is a fourth
that shapes all of these while at the
same time transcending them—
the public policy environment in
which the creation, use, and pres-
ervation of digital content occur.

At the beginning of the Republic,
the Founding Fathers created le-
gal structures such as copyright
to encourage American creativ-
ity. At the same time, they created
institutions such as the Library of
Congress to ensure future genera-
tions have access to our nation’s
creative and intellectual output.
Creating a public policy environ-
ment that is conducive to steward-
ship of our heritage ensured the
growth of and continued access
to knowledge. Recognizing the
importance of a balanced public
policy environment to the produc-
tivity and cultural richness of our
nation, the Library undertook a
broad review of the current legal
structure for digital preservation
and access.

The primary finding of the re-
view is that there are few incen-
tives, and too many disincentives,
to preserve digital content in the
public interest. This misalignment
of incentives is a recent develop-
ment. National and local gov-
ernments have created a suite of

complementary policy incentives
that operate effectively in the ana-
log realm. Many of these can and
should be adapted for the digi-
tal environment. Policies should
provide incentives and mitigate
disincentives to act on behalf of
the public good. This is the only
way to ensure fair and equitable
access to our intellectual, scien-
tific, and creative output. Without
such policies, stewardship organi-
zations will encounter insupera-
ble obstacles to the work they can
undertake on behalf of the public
interest. Without such policies,
we are at risk of creating a digital
dark age.

It is important to craft federal poli-
cies that work in a complementary
fashion rather than at cross-pur-
poses. Moreover, the federal gov-
ernment must set the pace for this
activity. Although local and state
incentives are also required, they
will not emerge without federal
leadership. Appendix E presents
a full discussion of proposals to
create a public policy environment
conducive to the long-term access
to digital materials.

In the near term, the Library will
explore four major areas that can
be addressed through federal pol-
icy: (1) updating copyright law for
digital preservation; (2) creating
tax-related incentives for digital
preservation; (3) pilot a digital ac-
cess project with copyright owners
at the Library of Congress; and (4)
reducing barriers to preservation
of historically significant business,
corporate, and privileged records.

SECURING KNOWLEDGE FOR THE FUTURE
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1. Updating Copyright Law for
Digital Preservation

Current copyrightlaw and the lack
of exceptions that clearly apply to
digital preservation are insuper-
able obstacles to collecting and
securing digital content for the
future. Because preserving digital
content requires creating multiple
copies, copyright law becomes
inadvertently implicated in even
the most basic tasks in preserving
digital content. The Section 108
Study Group examined what ex-
ceptions would be necessary and
desirable to meet the needs of the
digital era. In light of its findings,
the Study Group’s principal rec-
ommendations were as follows:

1. Include museums, which per-
form many of the same func-
tions as libraries and archives,
within Section 108 eligibility.

2. Create a new exception to per-
mit qualified libraries, ar-
chives, and museums to make
preservation copies of at-risk
published works prior to any
damage or loss. Access to these
“preservation-only” copies will
be limited.

3. Create a new exception to per-
mit libraries, archives, and
museums to capture and pre-
serve publicly-available online
content and make it accessible
for research and scholarship.
Permit rights holders to opt out
of this provision.

4. Permit libraries, archives, and
museums to make a limited
number of copies, as reason-
ably necessary, to create and
maintain a replacement or pres-
ervation copy. This alteration

to the current three-copy limit
would, among other things, en-
able all such entities to more se-
curely preserve digital materi-
als in their collections.

2. Creating Tax-Related
Incentives for Digital
Preservation

Digital content that has significant
cultural value to society may have
little value to its owner, and in
such cases the owner may have no
incentive to invest in its preserva-
tion. Such content might include
sound recordings and films that
have exhausted their commercial
potential, geospatial data that re-
cords significant environmental
conditions from the past that are
of little value to a land developer,
or corporate websites with outdat-
ed information.

Tax incentives have proven effec-
tive in encouraging the preserva-
tion of cultural assets by helping
owners realize greater value from
their cultural properties. But exist-
ing tax laws do not provide incen-
tives for the preservation of histor-
ical digital materials. Tax credits
that would cover a portion of the
costs of preservation or enable
individuals and corporations to
donate digital cultural assets may
provide enough of a subsidy to en-
sure long-term access to that con-
tent. The Library will investigate
how best to develop tax-related
incentives analogous to those that
exist for the preservation of real
property. This investigation may
focus on issues such as:

1. An incentive modeled on tax



credits available for the rehabil-
itation and preservation of real
property. The U.S. tax code al-
lows taxpayers to claim deduc-
tions for certain expenditures
made to rehabilitate qualified
historic buildings. An analo-
gous tax credit for digital pres-
ervation would allow taxpay-
ing entities to deduct a portion
of the costs of qualified digital
preservation activities. These
activities might include the
development of technologies,
services, or infrastructure nec-
essary to advance digital pres-
ervation, or the commitment to
preserve particular materials.
Qualifying conditions and limi-
tations could prevent the use
of the credit or deduction for
purposes other than “qualified
digital preservation.” A further
requirement might be that the
content to be preserved be cer-
tified as at-risk or otherwise
as preservation-worthy by the
Library of Congress.

2. An incentive modeled on de-
ductions for charitable con-
tributions of certified historic
structures or historically im-
portant land areas. A similar
tax deduction could be provid-
ed for contributions of digital
collections to qualified cultural
heritage institutions. This de-
duction would provide incen-
tives for private individuals or
entities to donate potentially-
valuable digital assets to quali-
fied cultural memory institu-
tions and government entities
for conservation or preserva-
tion purposes.

3. An incentive to contribute digi-
tal content for preservation
through existing deductions for
charitable contributions of tan-
gible and intangible property.
Amend the non-cash charitable
deductions provision of the tax
code to make deductions for
donations of “qualified digital
preservation works” to cultural
heritage institutions applicable
where the content has archi-
val value but no established
current market value. Because
Congress’s perception of wide-
spread abuses of the charitable
deduction has led it to restrict
the availability and value of
non-cash charitable deductions,
any proposed charitable de-
duction amendments intended
to encourage the preservation
of digital materials should be
carefully crafted to address
such potential abuses.

3. Pilot Digital Project

Create a pilot project in which the
Library of Congress may explore
with copyright owners the digital
display and/or dissemination of
certain works that are in its collec-
tion and protected by copyright
(for example, text, audio, visual or
audio visual works) under terms
to be mutually agreed upon.

4. Reducing Barriers to
Preservation of Historically
Significant Business,
Corporate, and Privileged
Records

The confidential or privileged
nature of business records and
other sensitive materials presents

SECURING KNOWLEDGE FOR THE FUTURE
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additional challenges to pres-
ervation. These issues are de-
scribed in detail by David Kirsch
in his recent article, “The Record
of Business and the Future of
Business History: Establishing a
Public Interest in Private Business
Records.”™

American business history—an
important element of this coun-
try’s broader history—has been
built on the records that busi-
nesses have retained, often inad-
vertently, and that made their way
into the hands of archives and his-
torians decades later when their
historic value had become appar-
ent is at great risk especially in a
digital environment. Generally,
corporations—particularly public
corporations with fiduciary duties
to their stockholders—place no
value on the historical benefits of
their records, especially the public
benefit derived from generalized
findings.

The Library will study remedies
with particular attention to the
creation of specialized archives for
business and confidential records
by congressional charter or autho-
rization. These are just some of the
changes in public policy that could
help ensure that the rich cultural
heritage and full historical record
of the American people will be ac-
cessible to future generations.

E. Investment Strategy for
2010-2020

The investment by the Library
through NDIIPP continues to fo-
cus on forming strategic partner-
ships, content stewardship and
practice, developing distributed
infrastructure and shared tools
and services, continuing policy
study, and expanding outreach.
The findings of the first ten years
of work through the Program have
demonstrated that these areas en-
compass the critical categories of
effort.

Continuing into the next decade,
priorities for investments will be
based on strategic objectives to:

Respond to Information Chal-
lenges through Innovation and
Action.

¢ Develop and promote effective
standards and practices for se-
lecting, organizing, preserving,
and serving digital content;
sponsor and maintain tools for
curation and preservation; and
providing services for the long-
term preservation of digital
content.

¢ Identifying, selecting, and stew-
arding a distributed, national
digital collection to be pre-
served and made available to
current and future generations.

Catalyze Collaboration for
Digital Stewardship

* Bring together diverse sectors—
government agencies, educa-
tional institutions, non-profit

Kirsch, David A. 2009. The Record of Business and the Future of Business History: Establishing a
Public Interest in Private Business Records. Library Trends 57(3): 352-370.



organizations, and business
entities—to preserve a national
collection of significant digital
content.

* Support approaches for content
stewardship and services that
have the broadest application
across communities.

Increase National Capacity for
Stewardship of Digital Content

e Provide robust communication
and outreach regarding all as-
pects of digital preservation
and access; provide a central
clearinghouse of information
useful for all stakeholders.

e Develop expertise for digital
preservation through the edu-
cation and training of working
professionals and students.

¢ Study and create awareness of
public policy that contributes to
long-term access to digital in-
formation as a national heritage
resource.

* Encourage flexible, cost-effec-
tive services that make stew-
ardship of digital content acces-
sible to organizations large and
small.

See Appendix H: Strategic
Objectives 2000 - 2020 for more
details.

F. Moving Forward

Much has changed, been learned,
and been achieved since Congress
passed NDIIPP legislation in 2000.
The next phase of the national dig-
ital preservation plan will ensure

growth of the National Digital
Stewardship Alliance, with a goal
of establishing partnerships in all
50 states. A structure will also be
put in place that provides for the
efficient development and deploy-
ment of tools and services across
the Alliance so that all partners,
regardless of size, have access
to cutting-edge technologies.
Building on collections already
preserved and the Library’s col-
lection areas, the Alliance will es-
tablish a national digital collection
that will ensure long-term access
to digital resources of high value
to Congress and the American
people. The Alliance will also
work toward creating a public
policy environment that supports
best practices and provides the in-
centive to preserve for the public
good.

As the opening scenarios in this
report point out, much is at stake
if we do not act now: the nation’s
educational system, economic se-
curity, energy infrastructure, and
the continuing creativity and in-
novation that assure the people’s
well-being all depend on a secure
knowledge base. What is at stake
is no less than the ability to show
our children and grandchildren
who we are and where we come
from, to help them understand
how our democracy grows, and
to empower them with the knowl-
edge and wisdom to make the dif-
ficult choices that the Founders
well understood would confront
us as a free people.

SECURING KNOWLEDGE FOR THE FUTURE
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and Sciences, Science & Technology
Council

California State Library

Internet Archive (IA)

J. Paul Getty Trust

Legislative Counsel of California

Linden Labs
Morrison & Foerster, LLP

National Academy of Recording
Arts and Sciences Producers and
Engineers Wing

Ropers Majeski Kohn & Bentley PC

Stanford University Libraries and
Academic Information Resources

Stanford University, Stanford
Humanities Lab

Location Partner Institutions Project Name
Alabama Alabama Department of Archives Persistent Digital Archives and Library System (PeDALS)
and History
Auburn University Libraries MetaArchive
Alaska Alaska State Archives Multi-State Preservation Consortium Utilizing the Washington
State Digital Archives Framework
Arizona Arizona State Library, Archives,and ECHO DEPository (Exploring Collaborations to Harness Objects
Public Records with a Digital Environment for Preservation)
Persistent Digital Archives and Library System (PeDALS)
University of Arizona, Eller College  Investigating Data Provenance in the Context of New Product
of Management Design and Development
Arkansas Arkansas State Library A Model Technological and Social Architecture for the
Preservation of State Government Digital Information
California Academy of Motion Picture Arts Digital Motion Picture Archive Framework Project

A Model Technological and Social Architecture for the
Preservation of State Government Digital Information

ArchivelT

International Internet Preservation Consortium (IIPC)
Web Capture

Section 108 Study Group

A Model Technological and Social Architecture for the
Preservation of State Government Digital Information

Preserving Virtual Worlds
Birth of the Dot Com Era

Federal Agencies Digitization Guidelines Initiative (Still Image
Working Group)

Metadata Schema Development for Recorded Sound
Birth of the Dot Com Era
Stanford Agreement (LOCKSS/CLOCKSS)

Archive Ingest and Handling Test
National Geospatial Digital Archive (NGDA)

Preserving Virtual Worlds
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Location Partner Institutions Project Name
Universal Mastering Studios Section 108 Study Group
University of California at Santa National Geospatial Digital Archive (NGDA)
Barbara Libraries (UCSB)
University of California, California A Model Technological and Social Architecture for the
Digital Library Preservation of State Government Digital Information
JHOVE2: A Next Generation Architecture fo Format Aware
Digital Preservation Processing
Web at Risk: A Distributed Approach to Preserving Our Nation's
Political Cultural Heritage
University of California, Los Preserving Digital Independent Film
Angeles, Film & Television Archives
University of California, San Diego, ~Chronopolis
San Diego Supercomputer Center
Digital Preservation Lifecycle Management: Building a
Demonstration Prototype for the Preservation of Large Scale
Multimedia Collections
Distributed Storage and Preservation Services
Multi-Institution Testbed for Scalable Digital Archiving
Scripps Institute of Oceanography Multi-Institution Testbed for Scalable Digital Archiving
Colorado Colorado State Library Multi-State Preservation Consortium Utilizing the Washington
State Digital Archives Framework
National Conference of State A Model Technological and Social Architecture for the
Legislatures (NCSL) Preservation of State Government Digital Information
Connecticut Connecticut State Library ECHO DEPository (Exploring Collaborations to Harness Objects
with a Digital Environment for Preservation)
University of Connecticut, Roper Data Center Data Preservation Alliance for the Social Sciences
Center for Public Opinion Research ~ (Data-PASS)
District of American Library Association Section 108 Study Group
Columbia
Biodiversity Heritage Library DuraCloud
Business Software Alliance Section 108 Study Group

District of Columbia Office of Public
Records

District of Columbia Office of the
Chief Technology Officer

Folger Shakespeare Library
Georgetown University Law Center

National Archives and Records
Administration

National Gallery of Art

National Transportation Library

Recording Industry Association of
America

Geospatial Multistate Archive and Preservation Project
(GeoMAPP)

Geospatial Multistate Archive and Preservation Project
(GeoMAPP)

MetaArchive
Section 108 Study Group

Federal Agencies Digitization Guidelines Initiative (Still Image
Working Group)

Federal Agencies Digitization Guidelines Initiative (Still Image
Working Group)

Federal Agencies Digitization Guidelines Initiative (Still Image
Working Group)

Metadata Schema Development for Recorded Sound
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Location Partner Institutions Project Name
Smithsonian Institution Federal Agencies Digitization Guidelines Initiative (Audio-Visual
Working Group)
U.S. Government Printing Office Federal Agencies Digitization Guidelines Initiative (Still Image
Working Group)
Federal Agencies Digitization Guidelines Initiative (Audio-Visual
Working Group)
International Internet Preservation Consortium (IIPC)
Voice of America Federal Agencies Digitization Guidelines Initiative (Audio-Visual
Working Group)
Walt Disney Company Section 108 Study Group
Florida Florida State University Libraries MetaArchive
State Library and Archives of Persistent Digital Archives and Library System (PeDALS)
Florida
Georgia Emory University, Robert W. MetaArchive
Woodruff Library
Georgia Archives Geospatial Multistate Archive and Preservation Project
(GeoMAPP)
University of Georgia, Carl Vinson =~ Geospatial Multistate Archive and Preservation Project
Institute of Government, Office of (GeoMAPP)
Information Technology Outreach
Services Division
Georgia Institute of Technology MetaArchive
Library and Information Center
MetaArchive Cooperative/ MetaArchive
Educopia
Idaho Idaho Commission for Libraries Multi-State Preservation Consortium Utilizing the Washington
State Digital Archives Framework
Idaho State Historical Society Multi-State Preservation Consortium Utilizing the Washington
State Digital Archives Framework
Illinois [llinois State Library A Model Technological and Social Architecture for the
Preservation of State Government Digital Information
ECHO DEPository (Exploring Collaborations to Harness Objects
with a Digital Environment for Preservation)
University of Illinois at Urbana- ECHO DEPository (Exploring Collaborations to Harness Objects
Champaign, Graduate School of with a Digital Environment for Preservation)
Library and Information Science,
and Ul Library (UIUC)
Preserving Virtual Worlds
Indiana Indiana State Archives and Library =~ Multi-State Preservation Consortium Utilizing the Washington
State Digital Archives Framework
Towa SCOLA Preserving International Television
Kansas Kansas Legislative Computer A Model Technological and Social Architecture for the

Services

Preservation of State Government Digital Information
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Location Partner Institutions Project Name
Kansas State Historical Society A Model Technological and Social Architecture for the
Preservation of State Government Digital Information
Kentucky Kentucky Commonwealth Office of ~ Geospatial Multistate Archive and Preservation Project
Technology, Division of Geographic ~ (GeoMAPP)
Information
Kentucky Department for Libraries ~ Geospatial Multistate Archive and Preservation Project
and Archives (GeoMAPP)
Kentucky State University Geospatial Multistate Archive and Preservation Project
(GeoMAPP)
University of Louisville Libraries MetaArchive
Louisiana Louisiana State Archives Multi-State Preservation Consortium Utilizing the Washington
State Digital Archives Framework
Maine Maine Office of GIS Geospatial Multistate Archive and Preservation Project
(GeoMAPP)
Maine State Archives Geospatial Multistate Archive and Preservation Project
(GeoMAPP)
Maryland Johns Hopkins University Securely Managing the Lifetime of Versions in Digital Archives

Maryland State Archives

Maryland Department of Natural
Resources

National Agricultural Library

National Archives and Records
Administration, Electronic and
Special Media Records Service

Division

National Institute of Standards and
Technologies

National Library of Medicine

University of Maryland Institute for
Advanced Computer Studies

University of Maryland Institute for
Advanced Computer Studies

University of Maryland Institute
for Technology in the Humanitites,
Electronic Literature Organization

University of Maryland Robert H.
Smith School of Business

Archive Ingest and Handling Test

Geospatial Multistate Archive and Preservation Project
(GeoMAPP)

Geospatial Multistate Archive and Preservation Project
(GeoMAPP)

Federal Agencies Digitization Guidelines Initiative (Audio-Visual
Working Group)

Data Center Data Preservation Alliance for the Social Sciences
(Data-PASS)

Federal Agencies Digitization Guidelines Initiative (Audio-Visual
Working Group)

Federal Agencies Digitization Guidelines Initiative (Audio-Visual
Working Group)

Federal Agencies Digitization Guidelines Initiative (Audio-Visual
Working Group)

Federal Agencies Digitization Guidelines Initiative (Still Image
Working Group)

Section 108 Study Group

Robust Technologies for Automated Ingestion and Long-term
Preservation of Digital Information

Chronopolis

Preserving Virtual Worlds

Birth of the Dot Com Era
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Location Partner Institutions Project Name
Massachusetts ~ Boston College MetaArchive
DuraSpace DuraCloud
Educational Broadcasting Preserving Digital Public Television
Corporation (EBC) (13/WNET NY)
Harvard University Library Archive Ingest and Handling Test
Global Digital Format Registry
Harvard University, Institute Data Center Data Preservation Alliance for the Social Sciences
for Quantitative Social Science, (Data-PASS)
Harvard-MIT
Tufts University, Peruses Project ECHO DEPository (Exploring Collaborations to Harness Objects
with a Digital Environment for Preservation)
WGBH Educational Foundation Preserving Digital Public Television
Woods Oceanographic Institution Multi-Institution Testbed for Scalable Digital Archiving
Michigan Michigan State University Library, =~ ECHO DEPository (Exploring Collaborations to Harness Objects
Vincent Voice Library with a Digital Environment for Preservation)
University of Michigan, Inter- Data Center Data Preservation Alliance for the Social Sciences
University Consoritum for Political ~ (Data-PASS)
and Social Research (ICPSR)
University of Michigan, School of Incentives for Data Provenance in the Content of New Product
Information Design and Development
Minnesota Minnesota Department of Geospatial Multistate Archive and Preservation Project
Administration, Geospatial (GeoMAPP)
Information Office
Minnesota Historical Society A Model Technological and Social Architecture for the
Preservation of State Government Digital Information;
Geospatial Multistate Archive and Preservation Project
(GeoMAPP)
Minnesota Legislative Reference A Model Technological and Social Architecture for the
Library Preservation of State Government Digital Information
Minnesota Office of the Revisor of A Model Technological and Social Architecture for the
Statutes Preservation of State Government Digital Information
Thomson Reuters/West A Model Technological and Social Architecture for the
Preservation of State Government Digital Information
Mississippi Mississippi Department of Archives A Model Technological and Social Architecture for the
and History Preservation of State Government Digital Information
Missouri Universal Press Syndicate Preserving Digital Cartoons
Montana Montana Historical Society Multi-State Preservation Consortium Utilizing the Washington
State Digital Archives Framework; Geospatial Multistate Archive
and Preservation Project (GeoMAPP)
Nebraska Nebraska State Historical Society A Model Technological and Social Architecture for the
Preservation of State Government Digital Information
Nevada Nevada State Library and Archives =~ Multi-State Preservation Consortium Utilizing the Washington

State Digital Archives Framework




APPENDIX B

Location Partner Institutions Project Name
New Jersey Portico Preservation of E-journals
Stock Artists Alliance Metadata Standards for Stock Photography

New Mexico

Los Alamos National Library
Research Library

New Mexico Commission of Public
Records State Records Center and
Archives

Memento: Adding Time to the Web

American Physical Society eJournal Transfer and Ingest

Persistent Digital Archives and Library System (PeDALS)

New York ARTstor Preserving Digital Still Images

Association of American University — Section 108 Study Group

Presses

Audio Engineering Society Metadata Schema Development for Recorded Sound

Columbia University Libraries Section 108 Study Group

Columbia University Law School Section 108 Study Group

Cornell University Library Section 108 Study Group

Cowan, DeBaets, Abrahams & Section 108 Study Group

Sheppard, LLP

Gallivan, Gallivan & O'Melia Birth of the Dot Com Era

JSTOR Section 108 Study Group

New York Public Library DuraCloud

New York State Archives Persistent Digital Archives and Library System (PeDALS);
Geospatial Multistate Archive and Preservation Project
(GeoMAPP)

New York State Office of Geospatial Multistate Archive and Preservation Project

CyberSecurity & Critical (GeoMAPP)

Infrastructure Coordination

New York University Preserving Digital Public Television
Web at Risk: A Distributed Approach to Preserving Our Nation's
Political Cultural Heritage

Penguin Group (USA) Section 108 Study Group

Rochester Institute of Technology, Preserving Virtual Worlds

Game Programming, Department of

Information Technology Council

The Andrew W. Mellon Foundation ~ Section 108 Study Group

Time, Inc. Section 108 Study Group

North Carolina  North Carolina Center for Geospatial Multistate Archive and Preservation Project

Geographic Information and
Analysis

North Carolina State Archives

North Carolina State Library

North Carolina State University
Libraries (NCSU)

(GeoMAPP)

Geospatial Multistate Archive and Preservation Project
(GeoMAPP)

ECHO DEPository (Exploring Collaborations to Harness Objects
with a Digital Environment for Preservation)

Geospatial Multistate Archive and Preservation Project
(GeoMAPP)

North Carolina Geospatial Data Archiving Project (NCGDAP)
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Location Partner Institutions Project Name
The Geographic Information North Carolina Geospatial Data Archiving Project (NCGDAP)
Coordinating Council (GICC)
University of North Carolina, Data Center Data Preservation Alliance for the Social Sciences
Howard W. Odum Institute for (Data-PASS)
Research in Social Science
University of North Carolina at A Model Technological and Social Architecture for the
Chapel Hill, School of Information =~ Preservation of State Government Digital Information
and Library Science
Preserving Video Objects and Context: A Demonstration Project
University of North Carolina School =~ Section 108 Study Group
of Law
NC OneMap North Carolina Geospatial Data Archiving Project (NCGDAP)
North Dakota North Dakota Legislative Council A Model Technological and Social Architecture for the
Library Preservation of State Government Digital Information
State Historical Society of North A Model Technological and Social Architecture for the
Dakota Preservation of State Government Digital Information
Ohio OCLC (Online Computer Library ECHO DEPository (Exploring Collaborations to Harness Objects
Center) with a Digital Environment for Preservation)
Oregon Oregon State Archives Multi-State Preservation Consortium Utilizing the Washington
State Digital Archives Framework
Oregon State Library Multi-State Preservation Consortium Utilizing the Washington
State Digital Archives Framework
Pennsylvania American Society of Media Workflow, Archiving, and Metadata Standards for Digital

Photographers

Drexel University, Geometric and
Intelligent Computing Laboratory

Pennsylvania State University

Photography
Digital Engineering Archives

MetaArchive

South Carolina

Clemson University

South Carolina Department of
Archives and History

University of South Carolina

MetaArchive
Persistent Digital Archives and Library System (PeDALS)

MetaArchive

Tennessee BMS/Chace Metadata Schema Development for Recorded Sound
Tennessee State Libraries and A Model Technological and Social Architecture for the
Archives Preservation of State Government Digital Information
University of Tennessee at Knoxville National Geospatial Digital Archive (NGDA)
Computer Science Department

Planning a Globally Accessible Archive of MODIS Data

Vanderbilt University National Geospatial Digital Archive (NGDA)

Texas Rice University MetaArchive

Texas Natural Resources
Information Systems

Texas State Library and Archives
Commission

Geospatial Multistate Archive and Preservation Project
(GeoMAPP)

Geospatial Multistate Archive and Preservation Project
(GeoMAPP)
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Location Partner Institutions Project Name
University of North Texas Libraries  International Internet Preservation Consortium (IIPC)
Web at Risk: A Distributed Approach to Preserving Our Nation's
Political Cultural Heritage
MetaArchive
Utah Sundance Institute Preserving Digital Independent Film
Utah Automated Geographic Geospatial Multistate Archive and Preservation Project
Reference Center (GeoMAPP)
Utah Division of Archives Geospatial Multistate Archive and Preservation Project
(GeoMAPP)
Vermont Vermont State Archives A Model Technological and Social Architecture for the
Preservation of State Government Digital Information
Virginia Defense Visual Information (DVI) Federal Agencies Digitization Guidelines Initiative (Audio-Visual
Directorate Working Group)
George Mason University, Center Birth of the Dot Com Era
for History and New Media
National Science Foundation Office ~ Blue Ribbion Task Force on Sustainable Digital Preservation and
for Cyberinfrastructure Access
National Technical Information Federal Agencies Digitization Guidelines Initiative (Still Image
Service Working Group)
Old Dominion University, Archive Ingest and Handling Test
Department of Computer Science
Memento: Adding Time to the Web
Tools for a Preservation-Ready Web: Shared infrasturucre
preservation models
Public Broadcasting Service Preserving Digital Public Television
U.S. Geological Survey Federal Agencies Digitization Guidelines Initiative (Audio-Visual
Working Group)
Federal Agencies Digitization Guidelines Initiative (Still Image
Working Group)
Virginia Polytechnic Institute and MetaArchive
State University Libraries (VA Tech)
Washington Washington State Archives Multi-State Preservation Consortium Utilizing the Washington
State Digital Archives Framework
Washington State Library Multi-State Preservation Consortium Utilizing the Washington
State Digital Archives Framework
Wisconsin Wisconsin Historical Society Persistent Digital Archives and Library System (PeDALS)
Wisconsin State Library ECHO DEPository (Exploring Collaborations to Harness Objects
with a Digital Environment for Preservation)
University of Wisconsin-Madison, Geospatial Multistate Archive and Preservation Project
Arthur H. Robinson Map Library (GeoMAPP)
Wyoming University of Wyoming, American ~ Geospatial Multistate Archive and Preservation Project

Heritage Center

University of Wyoming, Geographic
Information Science Center

(GeoMAPP)

Geospatial Multistate Archive and Preservation Project
(GeoMAPP)
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Location Partner Institutions Project Name
Oceania - National Library of Australia International Internet Preservation Consortium (IIPC)
Australia

Open Access to Knowledge (OAK)
Law Project

International Study on the Impact of Copyright Law on Digital
Preservation

South America -
Brazil

PUC Rio de Janeiro

MetaArchive

North America- Bibliothéque et Archives Nationales International Internet Preservation Consortium (IIPC)
Canada du Québec (BANQ)

Library and Archives Canada International Internet Preservation Consortium (IIPC)
Asia - China National Library of China International Internet Preservation Consortium (IIPC)

Europe - Croatia

National and University Library of
Croatia

International Internet Preservation Consortium (IIPC)

Europe - Czech

Narodni knihovna eské republiky

International Internet Preservation Consortium (IIPC)

Republic (National Library of the Czech

Republic)
Europe - Kansalliskirjasto (Helsinki International Internet Preservation Consortium (IIPC)
Finland University Library, The National

Library of Finland)

Europe - France

Bibliotheque Nationale De France
(National Library of France)

Ina (Institut National de
I'Audiovisuel)

International Internet Preservation Consortium (IIPC)

International Internet Preservation Consortium (IIPC)

Europe -
Germany

Deutsche Nationalbibliothek
(German National Library)

International Internet Preservation Consortium (IIPC)

Europe - Iceland

Landsbokasafn Islands -
Haskolabokasafn (National and
University Library of Iceland)

International Internet Preservation Consortium (IIPC)

Asia - Israel

Jewish National and University
Library

International Internet Preservation Consortium (IIPC)

Europe - Italy

Biblioteca Nazionale Centrale di
Firenze (National Library of Italy,
Florence)

International Internet Preservation Consortium (IIPC)

Asia - Japan

National Diet Library, Japan

International Internet Preservation Consortium (IIPC)

Oceania - New
Zealand

National Library of New Zealand

International Internet Preservation Consortium (IIPC)

Europe -
Norway

Nasjonalbiblioteket (The National
Library of Norway)

International Internet Preservation Consortium (IIPC)
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Location

Partner Institutions

Project Name

Europe - Poland

National Library of Poland

International Internet Preservation Consortium (IIPC)

Europe -
Scotland

National Library of Scotland

International Internet Preservation Consortium (IIPC)

Asia - Singapore

National Library Board, Singapore

International Internet Preservation Consortium (IIPC)

Europe - National and University Library International Internet Preservation Consortium (IIPC)
Slovenia (Slovenia)

Asia - South National Library of Korea International Internet Preservation Consortium (IIPC)
Korea

Europe - Spain

Biblioteca de Catalunya

International Internet Preservation Consortium (IIPC)

Europe - Kungl. biblioteket (National Library International Internet Preservation Consortium (IIPC)
Sweden of Sweden)

Europe - Swiss National Library International Internet Preservation Consortium (IIPC)
Switzerland

Europe - The European Archive Foundation International Internet Preservation Consortium (IIPC)
Netherlands

Koninklijke Bibliotheek (National
Library of the Netherlands)

Netarchive.dk
SURFfoundation

Virtual Knowledge Studio — Royal
Netherlands Academy for Arts and
Sciences

International Internet Preservation Consortium (IIPC)

International Internet Preservation Consortium (IIPC)

International Study on the Impact of Copyright Law on Digital
Preservation

International Internet Preservation Consortium (IIPC)

Europe - United
Kingdom

British Library

Hanzo Archives Limited

Joint Information Systems
Committee (JISC)

National Archives of England,
Wales, and the United Kingdom

University of Hull (UK)

International Internet Preservation Consortium (IIPC)

International Internet Preservation Consortium (IIPC)

International Study on the Impact of Copyright Law on Digital
Preservation

International Internet Preservation Consortium (IIPC)

MetaArchive
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This is a list of tools and services designed, developed, or used by NDIIPP partners during
their projects. The Library encourages NDIIPP partners and others in the preservation com-
munity to share in, and take advantage of, these resources.

Archive-It
A subscription service from the Internet Archive that allows institutions to build and preserve
collections of born-digital content. Through a web application, Archive-It partners can harvest,
catalog, manage, and browse their archived collections. Collections are hosted at the Internet
Archive data center and are accessible to the public with full-text search. More than 65 stew-
ardship institutions around the world partner with Internet Archive to archive the web using
Archive-It.
¢ Developer: Internet Archive

NDIIPP project: Internet Archive
Written in: Java
OS and run-time environment: Web-based
Application: http:/ /www.archive-it.org/
Documentation: http://webteam.archive.org/confluence/display/ARIH/

Welcome
* License: Fee-based

Audit Control Environment (ACE)
A prototype tool that validates the integrity of digital files through mathematical techniques.
Its purpose is to ensure the authenticity of digital objects in long-term archives. ACE consists
of a third-party Integrity Management Service (IMS), which issues integrity tokens for digital
objects, and a local archive Audit Manager (AM), which periodically validates the repository.
Consistency is guaranteed through the use of the archive-independent IMS to validate integ-
rity tokens and with the publication of witness values to prove the correctness of the system.

¢ Developer: University of Maryland

e Written in: Java

¢ OS and run-time environment: Web-based and platform-independent. Requires

Java 1.4 or greater.

¢ Application: V 1.4, http://adapt.umiacs.umd.edu/ace

¢ Documentation: https://wiki.umiacs.umd.edu/adapt/index.php/Ace

¢ License: To be decided

Baglt

A specification for the packaging of digital content for transfer. Content is packaged (the bag)
along with a small amount of machine-readable text (the tag) to help automate the content’s
receipt, storage, and retrieval. There is no software to install. A bag consists of a base directory
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containing the tag and a subdirectory that holds the content files. The tag is a simple text-file
manifest, like a packing slip, that consists of two elements: (1) an inventory of the content files
in the bag; and (2) a checksum for each file.

A slightly more sophisticated bag lists URLs instead of simple directory paths. A script then

consults the tag, detects the URLs, and retrieves the files over the Internet, 10 or more at a time.

This simultaneous multiple transfer reduces overall data-transfer time. In another optional file,

users can supply metadata that describe the bag.

SEE ALSO: Baglt Library and Baglt Transfer Utilities

Developer: University of California, California Digital Library; Library of Congress

NDIIPP project: Web-at-Risk

Written in: N/A

OS and run-time environment: N/A

Application: N/A

Documentation: Bagit specification http://www.digitalpreservation.gov/library/
resources/tools/docs/bagitspec.pdf

* License:N/A

Baglt Library (BIL)

AJava software library that supports the creation, manipulation, and validation of bags.
SEE ALSO: Baglt and Baglt Transfer Utilities

Developer: Library of Congress

Written in: Java

OS and run-time environment: N/A

Application: http:/ /sourceforge.net/projects /loc-xferutils /

Documentation: http://sourceforge.net/projects/loc-xferutils /

License: Public domain

Baglt Transfer Utilities
A collection of tools developed by the Library of Congress and its partners in NDIIPP for the
purpose of validation and transfer of bags.

The Parallel Retriever optimizes the retrieval of bags through parallelization, and produces a
bag when given a file manifest and a “fetch.txt” file. Verifylt verifies a bag manifest using par-
allel md5 processes. The Bag Validator validates a bag against the Baglt specification, as well
as checking for files in the manifest that are missing from the disk, files on the disk that are not
listed in the manifest, and duplicate entries in manifest.

SEE ALSO: Baglt and Baglt Library

Developer: Library of Congress

Written in: Python and UNIX shell

OS and run-time environment: UNIX

Application: http:/ /sourceforge.net/projects /loc-xferutils /

Documentation: http://sourceforge.net/projects/loc-xferutils /

License: BSD
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Conspectus Databhase for LOCKSS Private Network
LOCKSS software provides inexpensive digital preservation through replication of data stor-
age in multiple locations; the Conspectus Database provides a central “catalog” with records
that describe the data in each location. This is used by the MetaArchive project, whose group
members are jointly developing

—a prioritized survey of at-risk digital content held at the partner sites;

—a harvested body of the most critical content to be preserved at the partner sites; and

—a distributed preservation network infrastructure based on the LOCKSS software.

The conspectus database is web-based, searchable, and browsable, and it requires only a login
ID and password.
¢ Developer: Emory University
¢ NDIIPP project: MetaArchive
Written in: N/A; web-based
OS and run-time environment: N/A; web-based
e Application: http:/ /www.metaarchive.org/conspectus/
¢ Documentation: http:/ /www.metaarchive.org/conspectus/
e License:N/A

Note: The MetaArchive software engineer is currently working with the LOCKSS team to de-
velop new tools to accomplish curation and monitoring tasks for Private LOCKSS Networks
in Ruby on Rails. The software will likely be released under an open-source license in the near
future.

ContextMiner
A framework to collect, analyze, and present contextual information along with the data. It is
based on the idea that while describing or archiving an object, contextual information helps
make sense of that object or makes it possible to preserve it better.

¢ Developer: University of North Carolina at Chapel Hill, School of Information and

Library Science

¢ NDIIPP project: Vidarch

e Written in: N/A; web-based

¢ OS and run-time environment: N/A; web-based

* Application: http:/ /www.contextminer.org/index.php

* Documentation: http://www.contextminer.org/index.php

¢ License:N/A

Dataverse Network

The Dataverse Network software is an open-source, digital library system for management,
dissemination, exchange, and citation of virtual collections (dataverses) of quantitative data.
Dataverses can be used or administered through web-based clients that communicate with a
host Dataverse Network.

A Dataverse Network, usually running at a major institution, requires installation of applica-
tion software. Individual dataverses are self-contained virtual data archives, served out by a
Dataverse Network and appearing on the websites of their owners (e.g., individuals, depart-
ments, projects, or publications). Dataverses are branded in the style of the owning entity but
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are easy to set up, require no local software installations, and offer the services of a modern
archive controlled by the dataverse owner. Data are displayed in a hierarchy; descriptive infor-
mation (Data Documentation Initiative [DDI]) can be searched.

Depending on the policies of the dataverse owner, end-users may be able not only to down-
load files but also to extract subsets and to perform statistical analysis online. Dataverses and
Dataverse Networks can federate with each other and with other systems through open proto-
cols (OAI-PMH and Z39.50).
¢ Developer: Institute for Quantitative Social Science, Harvard University
¢ NDIIPP project: Data-PASS
* Written in: Java Platform, Enterprise Edition (Java EE) 5, including Enterprise Java
Beans (E]JB) 3 and Java Server Faces
* OS and run-time environment: Individual dataverses are managed and used
through web-based graphic user interface. Software installations are required
only to create an entire Dataverse Network. Software runs on top of the Glassfish
Application Server. Harvard uses PostgreSQL for database software. The data
analysis component uses R and Zelig for statistical computing.
¢ Documentation: http://thedata.org/
¢ Application: http://dvn.ig.-harvard.edu/
¢ License: Gnu Affero General Public License, version 3: http://gplv3.fsf.org/
comments/agplv3-draft-1.html (a version of GPLv3: http:/ /gplv3.fsf.org/)

Digital Archive

Provides a secure storage environment to manage and monitor the health of master files and
digital originals. It also provides a managed storage environment for digital master files that
tits in with the workflows for acquiring digital content.

For users of CONTENTdm(R) (either hosted or direct), the Digital Archive is an op-
tional capability integrated with the various workflows for building collections.
Master files are secured for ingest to the archive using the CONTENTdm Acquisition
Station, the Connexion digital import capability, and the web harvesting service.
For users of other content management systems, the Digital Archive provides a low-overhead
mechanism for safely storing master files.

e Developer: OCLC
Written in: Java
OS and run-time environments: Linux, MySQL, Apache, Tomcat
Application: http:/ /oclc.org/digitalarchive
Documentation: http://www.oclc.org/digitalarchive/support/default.htm
License: Fee-based

Discoverinfo
A tool to explore a collection of documents. It enables the user to
—Search: Runs a full-text search in the collection. DiscoverInfo indexes text, HTML, XML,
and PDF documents.
—Browse: Builds term clouds based on the term occurrences in the collection as well as
across the documents. Users can browse through the clickable term clouds to discover
documents.
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—Discover: Retrieves relevant information from the indexed collection; also evaluates the
novelty of information in documents with respect to other documents in the collection.
* Developer: University of North Carolina at Chapel Hill, School of Information and
Library Science
NDIIPP project: Vidarch
Written in: N/A; web-based
OS and run-time environment: N/A; web-based.
Application: http:/ /idl.ils.unc.edu/~chirag/DIToolkit/
Documentation: http://idl.ils.unc.edu/~chirag/DiscoverInfo/index.html
e License: N/A
EchoDep Hub and Spoke Framework Tool Suite
A hosted service and open technology developed that makes it easy for organizations and end
users to use cloud services. It offers cloud storage across multiple commercial and non com-
mercial providers and compute services to unlock the digital content stored in the cloud. It
provides services that enable digital preservation, data access, transformation and data sharing.
Customers are offered “elastic capacity” coupled with a “pay as you go” approach.
* Developer: Duraspace, a collaboration of the Fedora Commons and the DSpace
Foundation
NDIIPP Project: Duracloud
Written in: N/A. Web based.
OS and run-time environment: N/A. Web based.
Application: Release 0.5
Documentation:  https://wiki.duraspace.org/display/duracloud05/
DuraCloud+Release+0.5
License: Apache License, Version 2.0
¢ Last tool update: August, 2010

EchoDep Hub and Spoke Framework Tool Suite

With a set of simple tools, Hub and Spoke provides a method for exchanging digital files and
metadata among different types of digital management systems built on different platforms. It
provides basic interoperability among repositories via a common METS-based profile, a stan-
dard programming API, and a series of scripts that use the API and METS profile for creating
SIPs and DIPs that can be used across different repositories. Key architectural components are:

—the METS profile, which remains mostly neutral regarding content files and structure but
defines a minimum level of descriptive (MODS) and administrative (PREMIS) metadata,
with an emphasis on preserving technical data and provenance.

—the REST-based Lightweight Repository Create, Retrieve, Update, and Delete Service (LRCRUDS),
which maps URIs to local identifiers and uses HTTP methods (PUT, GET, POST, and
DELETE]} to handle packages submitted or disseminated from a repository. Packages are
shipped as Zip archives containing a header, METS file, and content files in a format suit-
able for repository import.

—the Hub, which converts from and to the METS profile and manages generation and vali-
dation of technical and provenance metadata. At present, the Hub is a package-staging
area; the goal is to develop it into a digital repository capable of disseminating packages
and handling submissions from other repositories.

¢ Developer: University of Illinois, Urbana-Champaign

¢ NDIIPP project: ECHO DEPository: Exploring Collaborations to Harness Objects
with a Digital Environment for Preservation

* Written in: An interpreted language (Java, Perl)
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OS and run-time environment: OS-independent

METS profile: http:/ /www.loc.gov/standards/mets/profiles /00000015.html

LRCRUDS: http:/ /dli.grainger.uiuc.edu/echodep/HnS/LRCRUDS.htm

Application: http:/ /sourceforge.net/projects/echodep /

Documentation: http://dli.grainger.uiuc.edu/echodep/hands/

License: University of Illinois /NCSA Open Source License, http:/ /www.opensource.
org/licenses/Uol-NCSA.php

Federated Archive Cyberinfrastucture Testhed (FACIT)

A technology testbed that explores the use of geographically distributed storage in a networked
environment. It builds on logistical networking technology (see http://loci.cs.utk.edu/) using
the Internet Backplane Protocol (IBP) (see http:/ /loci.cs.utk.edu/ibp/) to provide a generic
interface for managing distributed storage resources. Each FACIT archive will use L-Store (see
http:/ /www.lIstore.org) to manage data storage in both its private infrastructure and in the
shared storage pool that the federation makes available.

Using L-Store, and leveraging IBP, FACIT archives will automatically mirror each other’s con-
tent to provide fault-tolerance and increased accessibility. For its wide area storage infrastruc-
ture, FACIT archives will participate in the larger Research and Education Data Depot Network
(REDDnet) storage network (see http://www.reddnet.org/). Since REDDnet is based on IBP
and supports L-Store, FACIT archives will have seamless access to this larger, shared pool of
storage.

* Developer: University of California, Santa Barbara; Vanderbilt University; University

of Tennessee at Knoxville

NDIIPP project: National Geospatial Digital Archive
Written in: L-Store is written in Java; IBP is written in C.
OS and run-time requirements: Linux, Unix
Application: Command line interface; GUI in development
Documentation: http:/ /www.ngda.org/FACIT.php
License: Berkeley BSD

GIS Archiving Toolset
The Toolset prepares vector and raster datasets for archive ingest. Basic pre-ingest functions
include limited format validation, fidelity management, virus scanning, data set characteriza-
tion, metadata creation and remediation, and SIP organization.
¢ Developer: North Carolina State University
¢ NDIIPP project: North Carolina Geospatial Data Archiving Project
* Written in: Python
¢ OS and run-time requirements: The Toolset was written to run cross-platform, but
has been tested only in Linux. Core requirements are met by Python. Extended
functionality requires calls to external applications including ClamAV, NOID,
4Suite XML, Unix File, and JHOVE.
¢ Application: Tool is not shared.
¢ Documentation: Tool is not shared.
¢ License: Tool is not shared.
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Heritrix
A flexible, extensible, robust, and scalable web crawler capable of fetching, archiving, and ana-
lyzing Internet-accessible content.
e Developer: Internet Archive
¢ NDIIPP project: Internet Archive
e Written in: Java
* OS and run-time requirements: Written in Java. Must have Java Runtime
Environment (JRE, http://www.java.com/en/download/index.jsp) and at least
Java version 5.0 installed. Default heap size is 256MB RAM. Heritrix not tested,
packaged, or supported on platforms other than Linux at this time.
¢ Application: http:/ /crawler.archive.org
* Documentation: http://crawler.archive.org/articles/user_manual and http://we-
bteam.archive.org/confluence/display/Heritrix/Home
* License: GNU Lesser General Public License 2.1 (http://crawler.archive.org/li-
cense.html); migrating to Apache License 2.0 in future

integrated Rule-Oriented Data Systems (iRODS)

A data grid that allows the end-user control over storage management policies and procedures
through definition of business rules tailored to the characteristics of the files being managed.
It provides an abstraction for data management processes and policies in the same way as the
Storage Resource Broker provided abstractions for data objects, collections, resources, users,
and metadata, but is flexible and customizable.

This is accomplished by coding the processes as microservices that are controlled by explic-
it rules. Management policies are mapped to sets of rules, and management processes are
mapped to sets of microservices. Assessment criteria are mapped to queries on the persistent
state information generated by execution of each microservice. A distributed rule engine is
installed at each storage location to ensure enforcement of policies independently of the choice
of access mechanism.

iRODS architecture features include:
—peer-to-peer data grid servers, based on a client/server model and distributed storage
resources;
—a database system for maintaining the attributes and states of data and operations; and
—a rule system for enforcing and executing adaptive rules.

¢ Developer: San Diego Supercomputer Center

* Written in: iRODS servers written in C. iRODS clients are written in the appropriate
language; Java I/O library, PHP web browser, Python web browser.

e OS and run-time environment: Linux, Solaris, Macintosh, and AIX. The iCAT
Platforms page at http://irods.sdsc.edu/index.php/iCAT_Platforms lists the
supported operating systems and configurations for ICAT-enabled servers.
Currently either a PostgreSQL or Oracle database may be used for managing state
information.

¢ Application: http:/ /irods.sdsc.edu/index.php/Downloads

* Documentation: http:/ /irods.sdsc.edu/index.php/Documentation

¢ License: BSD open source (http:/ /irods.sdsc.edu/index.php/License)
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JSTOR/Harvard Object Validation Environment
An extensible system designed to provide automated and efficient identification and valida-
tion of the format of digital files with minimal human intervention. JHOVE can:
¢ identify the format to which a digital object conforms;
¢ determine the compliance of an object to its format’s specification, both in terms of
syntax (well-formedness) and semantics (validity); and
¢ characterize an object in terms of its format-specific significant properties.

JHOVE defines a Java API and also provides a stand-alone application that runs in either com-
mand line or GUI mode. JHOVE supports the following formats: AIFF, ASCII, GIF, HTML,
JPEG, JPEG 2000, PDF, TIFF, UTE-8, WAVE and XML.
¢ Developer: Harvard University
e Written in: Java 1.4
* OS and run-time environment: JHOVE should be usable on any UNIX, Windows,
or OS X platform with an appropriate J2SE installation. It should run on any oper-
ating system that supports Java 1.4 and has a directory-based file system.
e Application: http:/ /sourceforge.net/projects/jhove/
* Documentation: http:/ /hul.harvard.edu/jhove/documentation.html
¢ License: GNU Lesser General Public License (LGPL) (http://www.gnu.org/licenses/
lgpl.html)

LOCKSS
LOCKSS provides inexpensive digital preservation through replication of data storage in mul-
tiple locations. Copies of the same content in multiple LOCKSS replicas are automatically com-
pared to each other, and can be repaired by the comparisons automatically.
¢ Developer: Stanford University
e Written in: Java
e OS and run-time environment: All POSIX (Linux/BSD/UNIX-like OS), Linux.
Most LOCKSS installations use a CD that bundles the LOCKSS daemon with an
operating system based on OpenBSD. The LOCKSS team also supports running
the daemon on RPM-based Linux distributions and on Solaris. The LOCKSS dae-
mon can run in any environment with a Java VM 1.5 or above and a Unix-like file
system. The hosting PC needs at least 1 GB of memory, a CD drive, and at least
250 GB of storage. The current CD distribution supports parallel (PATA) and serial
(SATA) ATA and SCSI drives. On Linux and Solaris the daemon can use the full set
of storage options.
* Application: http:/ /sourceforge.net/projects/lockss/
* Documentation: http:/ /www.lockss.org/lockss/Installing LOCKSS
¢ License: BSD, http:/ /www.lockss.org/lockss/Software_License

L-Store (Logistical Storage)

L-Store is low-level system software that leverages the basic powerful protocols of the Internet
to move and manage large chunks of data through digital networks, much as the Internet
moves and manages e-mails and other traffic. It is built on the Internet Backplane Protocol
(IBP) (see http:/ /loci.cs.utk.edu/ibp/). The L-Store client provides a storage framework for
distributed, scalable, and secure access to data. It is to be used on the Research and Education
Data Depot Network (REDDnet) infrastructure (see http://www.reddnet.org/). L-Store is
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designed to provide:
—high scalability in both raw storage and associated file;
—a decentralized management system;
—security;
—fault-tolerant metadata support;
—user-controlled replication and striping of data on file and directory level;
—scalable performance in both raw data movement and metadata queries;
—a virtual file system interface in both a web and command line form; and
—support for the concept of geographical locations for data migration to facilitate quicker
access.
* Developer: Vanderbilt University
Written in: Java
OS and run-time requirements: Java 1.6 or better
Application: http:/ /www.lIstore.org/pwiki/pmwiki.php?n=Docs.CLI-ClientIntro
Documentation: http://www.lstore.org/pwiki/pmwiki.php?n=Docs.
CLI-ClientIntro
* License: BSD: http:/ /www.opensource.org/licenses/bsd-license.php

Logistical Distribution Network (LoDN)

An experimental content distribution tool, LoODN allows users to store content on the REDDnet
and to manage or retrieve that stored content without installing anything or learning to use
complicated software. LoODN comprises three elements: (1) upload; (2) download clients (pow-
ered by Java Web Start) for storing and retrieving data; and (3) a web interface for managing
stored data and browsing public content.

LoDN uses the Logistical Networking infrastructure provided by the Internet Backplane
Protocol (IBP) (see http:/ /loci.cs.utk.edu/ibp/) deployed on REDDnet (http://www.reddnet.
org) to store file content on IBP storage “depots.” Content publishers can use LoDN’s web
interface to manage stored data. Content distributors can make LoDN data files available by
including an active LoDN link on a web page, in an e-mail, or through the LoDN content direc-
tory. Users access a file by clicking a LoDN link, thereby starting the LoODN Download Client
and then using the download client to retrieve the file content directly from IBP storage.
Developer: University of Tennessee at Knoxville

Written in: Web-based; uses Java Webstart

OS and run-time requirements: Any Java capable, version 1.4.2 or better
Application: https:/ /In.eecs.utk.edu/lodn/

Documentation: https://In.eecs.utk.edu/lodn/

License: BSD: http:/ /www.opensource.org/licenses/bsd-license.php

National Geospatial Digital Archive (NGDA) Tools: Main Page
NGDA Tools provide a suite of tools for graphical search and display of geospatial and map
digital data; see http:/ /www.ngda.org/research.php.
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NGDA/Alexandria Digital Library: ADL Middleware Server
A distributed, peer-to-peer software component that provides mediated access to digital li-
brary collections.

Developer: University of California, Santa Barbara

NDIIPP project: National Geospatial Digital Archive

Written in: Java and Python

OS and run-time environment: Can be run as a web application inside a servlet
container, as an RMI server, or both; has been tested and run under Tomcat in
Windows, *nix, and MacOSX. Build requirements include Java and the Apache
Ant build tool. Python modules are run inside of Java through an interpreter, so
Python is not a requirement.

Application: Not directly accessible to the public. Users can send queries through a
user interface, http:/ /clients.alexandria.ucsb.edu/globetrotter/.

Documentation: http://www.alexandria.ucsb.edu/~gjanee/middleware/

License: Open source for noncommercial use with attribution; see source code for
details. UCSB uses CVS (Concurrent Versioning System) to store the most up-to-
date versions of its code. Anyone interested in downloading the source code for
this tool should contact programmers@library.ucsb.edu.

NGDA/Alexandria Digital Library: Globetrotter
A Google Maps-based web client for the Alexandria Digital Library middleware. Globetrotter
enables a user to perform spatial searches on spatial data. Users can tune their searches by ad-
justing a number of different constraints.

Developer: University of California, Santa Barbara

NDIIPP project: National Geospatial Digital Archive

Written in: XHTML, JavaScript, XSLT, and the Velocity Templating language

OS and run-time environment: Runs under Tomcat, tested only on *nix. Build re-
quirements include Java (1.5 or 1.6) and the Apache Ant build tool.

Application: http:/ /clients.alexandria.ucsb.edu/globetrotter /

Documentation: http://clients.alexandria.ucsb.edu/globetrotter/

License: Open source for noncommercial use with attribution; see source code for
details. UCSB uses CVS (Concurrent Versioning System) to store the most up-to-
date versions of its code. Anyone interested in downloading the source code for
this tool should contact programmers@library.ucsb.edu.

NGDA: ArchiveView
A service that provides a consistent, stylized view of objects in the NGDA Archive. XSLT style
sheets can be added or customized to change the available views of an object.

Developer: University of California, Santa Barbara

NDIIPP project: National Geospatial Digital Archive

Written in: Java

OS and run-time environment: Powered by a servlet written in Java and requires a
servlet container. Tested under Tomcat 5 in Windows and *nix. Build requirements
include Java (1.5 or 1.6) and the Apache Ant build tool.

Application: http:/ /www.ngda.org/ArchiveView /

Documentation: Currently documented only within the code
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¢ License: Open source for noncommercial applications with attribution. UCSB uses
CVS (Concurrent Versioning System) to store the most up-to-date versions of its
code. Anyone interested in downloading the source code for this tool should con-
tact programmers@library.ucsb.edu.

NGDA: Bulk Ingest Tool
Used for preparing large collections of data for addition to the archive. After the user has cre-
ated a template and a configuration file, the Ingest Tool is able to collect files and other data
and tie them to an Archive Object identifier. This information is later used to create objects
within the archive itself.
¢ Developer: University of California, Santa Barbara
¢ NDIIPP project: National Geospatial Digital Archive
e Written in: Java
¢ OS and run-time environment: Uses a MySQL database for persistent data storage.
Users must have a user account with write access to a MySQL database. Tested in
Windows and *nix. Requires Java (1.5 or 1.6). Current build runs in NetBeans, but
code is not dependent on NetBeans as a platform.
¢ Application: An offline tool
¢ Documentation: http://www.ngda.org/research.php
* License: Open source for noncommercial applications with attribution. UCSB uses
CVS (Concurrent Versioning System) to store the most up-to-date versions of its
code. Anyone interested in downloading the source code for this tool should con-
tact programmers@library.ucsb.edu.

NGDA: Format Registry
A wiki-based expert community website for collaborative description of geospatial formats.
* Developer: University of California, Santa Barbara
¢ NDIIPP project: National Geospatial Digital Archive
* Written in: Built out of the Mediawiki software: http:/ /www.mediawiki.org. Written
in PHP.
* OS and run-time environment: Tested and released on *nix with Apache 2, PHP 5,
and MySQL 5.
e Application: http:/ /ngda.library.ucsb.edu/format
¢ Documentation: http://ngda.library.ucsb.edu/format/index.php/Help:The_Process
(Community Participation Rules); http://ngda.library.ucsb.edu/format/index.php/
FormatRegistry:FlatSpace (FlatSpace Extension)
* License: Open source for noncommercial use with attribution. UCSB uses CVS
(Concurrent Versioning System) to store the most up-to-date versions of its code.
Anyone interested in downloading the source code for this tool should contact
programmers@library.ucsb.edu.

NGDA: NGDA Server
Software responsible for the creation of Archive Objects within the archive. Accepts requests
with attached data, and properly formats and places those data within the archive.

¢ Developer: University of California, Santa Barbara

¢ NDIIPP project: National Geospatial Digital Archive
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Written in: Java, using the Spring Framework, an open-source web application
framework that works with any servlet container

OS and run-time environment: Runs in a servlet container. Tested and run under
Tomcat 5 in Windows and *nix. Build requirements include Java (1.5 or 1.6) and
the Apache Ant build tool.

Application: Not available for public use

Documentation: http:/